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General

In the TFTP-CPLT message, the SS must send HMAC tuple for authentication, while in the
TFTP-RSP there is no response field. This means that the case of authentication failure the state is
undefined. If the SS does not receive an answer, then it doesn't know if it because of
authentication failure or the messages was lost, and will have to time-out and retransmit.

Editorial instruction is indicated by a red bold text with square brackets. Deletions are indicated
by a striketrhough text and new text insertion is indicated by an underline.

Proposed changes

[Page 77, line 49, section 6.3.2.3.29 change as indicated]

6.3.2.3.29 Config File TFTP Complete Response (TFTP-RSP) message

The Config File TFTP-RSP message shall be generated by the BS in response to a TFTP-CPLT message from the SS
(see 6.3.9.12). The format of the TFTP-RSP shall be as shown in Table 1.

Parameters shall be as follows:

CID (in the generic MAC header)
SS’s Primary Management CID.

Table 1—Config File TFTP-RSP message format

Syntax Size Notes

TFTP-RSP_Message_Format() {

Management Message Type = 32 8 bits

Response 8 bits

}
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Response
A 1 byte quantity with one of the two values:

0 = OK
1 = Message authentication failure

[Page 168, line 53, section 6.3.9.12 change paragraph as indicated]

When the configuration file download has completed successfully, the SS shall notify the BS by 
transmitting a TFTP-CPLT message on the SS’s primary management connection. Transmissions 
shall continue periodically until a TFTP-RSP message is received with OK response from the BS 
(see Figure 69 and Figure 70) or the SS terminates retransmission due to retry exhaustion.

[Page 170, line 29, section 6.3.9.12 change figure 69 as indicated]

[Page 170, line 29, section 6.3.9.12 switch between figure 69 and figure 70]

Figure 69—Wait for TFTP-RSP—SS
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