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QoS and Connection Management Enhancements 
for the IEEE 802.16m Amendment
1. Introduction
The contribution proposes the text of sections dealing with QoS and connection management enhancements, to be included in the 802.16m amendment. The proposed text is developed so that it can be readily combined with IEEE P802.16 Rev2/D8 [1], it is compliant to the 802.16m SRD [2] and the 802.16m SDD [3], and it follows the style and format guidelines in [4].

2. References
[1] IEEE P802.16 Rev2/D8, “Draft IEEE Standard for Local and Metropolitan Area Networks: Air Interface 
for Broadband Wireless Access,” Dec. 2008.

[2] IEEE 802.16m-07/002r7, “802.16m System Requirements”

[3] IEEE 802.16m-08/003r6, “The Draft IEEE 802.16m System Description Document”

[4] IEEE 802.16m-08/043, “Style guide for writing the IEEE 802.16m amendment”
3. Text proposal for inclusion in the 802.16m amendment
-------------------------------------------------  Text Start  ------------------------------------------------- 

6.3.2.3.10 DSA-REQ message
A DSA-REQ message is sent by an SS or BS to create a new service flow.
Table 80—DSA-REQ message format
	Syntax
	Size (bits)
	Notes

	DSA-REQ_Message_Format() {
	--
	--

	Management Message Type = 11 
	8
	--

	Transaction ID
	16
	--

	TLV Encoded Information 
	variable
	TLV-specific

	}
	
	


An SS or BS shall generate DSA-REQ messages in the form shown in Table 80, including the following parameters:
FID (in the generic MAC header) SS’s primary management connection identifier. 
Transaction ID Unique identifier for this transaction assigned by the sender.
All other parameters are coded as TLV tuples. 
A DSA-REQ message shall not contain parameters for more than one service flow. The DSA-REQ message shall contain the following: 
Service Flow Parameters (see 11.13) 
Specification of the service flow’s traffic characteristics and scheduling requirements. 
Convergence Sublayer Parameter Encodings (see 11.13.19) 
Specification of the service flow’s CS-specific parameters 
The DSA-REQ message shall contain the following parameter encoded as a TLV tuple if authentication is supported: 
HMAC/CMAC Tuple (see 11.1.2) The HMAC/CMAC Tuple attribute contains a keyed message digest (to authenticate the sender). The HMAC Tuple attribute shall be the final attribute in the DSx message’s attribute list.
6.3.2.3.11 DSA-RSP message

A DSA-RSP message shall be generated in response to a received DSA-REQ message. The format of a

DSA-RSP message shall be as shown in Table 81.
Table 81—DSA-RSP message format
	Syntax
	Size (bits)
	Notes

	DSA-RSP_Message_Format() {
	--
	--

	Management Message Type = 12
	8
	--

	Transaction ID
	16
	--

	Confirmation Code
	8
	--

	TLV Encoded Information 
	variable
	TLV-specific

	}
	
	


Parameters shall be as follows: 

FID (in the generic MAC header) SS’s primary management connection identifier. 

Transaction ID Transaction ID from corresponding DSA-REQ. 

Confirmation Code (see 11.13) The appropriate confirmation code (CC) for the entire corresponding DSA-REQ. 

All other parameters are coded as TLV tuples. 

If the transaction is successful, the DSA-RSP message may contain the following: 

Service Flow Parameters (see 11.13) 

The complete specification of the service flow shall be included in the DSA-RSP if it includes a newly assigned FID or an expanded service class name.

CS Parameter Encodings (see 11.13.19) 

Specification of the service flow’s CS-specific parameters.
Whether successful or unsuccessful, the message shall include the following parameter encoded as a TLV tuple if authentication is supported: 

HMAC/CMAC Tuple (see 11.1.2.1)

The HMAC/CMAC Tuple attribute contains a keyed message digest (to authenticate the sender). The HMAC Tuple attribute shall be the final attribute in the DSx message’s attribute list.

6.3.5 Scheduling services 

Scheduling services represent the data handling mechanisms supported by the MAC scheduler for data transport on a connection. Each connection is associated with a single scheduling service. A scheduling service is determined by a set of QoS parameters that quantify aspects of its behavior. IEEE 802.16m supports adaptation of service flow QoS parameters. These parameters are managed using the DSA and DSC message dialogs. A detailed description of each QoS parameter is provided in 11.13. 

When QoS requirement/traffic characteristics for UL traffic changes, the ABS may autonomously switch the service flow QoS parameters such as grant/polling interval or grant size based on predefined rules. In addition, the AMS may request the ABS to switch the Service Flow QoS parameter set with explicit signaling. The ABS then allocates resource according to the new service flow parameter set.

Well-known scheduling services can be implemented by specifying a specific set of QoS parameters.
Table 170.0 describes the QoS parameters that would provide Adaptive grant and polling scheduling service (aGPS).

Table 170.0—Example of QoS parameters providing aGPS scheduling service

	Parameter
	Meaning

	Maximum Latency
	 

	Minimum Reserved Traffic Rate
	 

	Maximum Sustained Traffic Rate
	 

	Traffic Priority
	 

	Request/Transmission Policy
	 

	Tolerated packet loss rate
	

	If (uplink service flow) {
	 

	      Scheduling Type
	aGPS

	      GPImin
	Minimum GPI, used initially

	      GPImax
	Maximum GPI

	      aGPS Grant Size
	Grant size to be used during GPI adaptation. If grant size=x bytes (the newly defined BW-REQ header size), it is adaptive polling; otherwise, it is adaptive granting and grant size indicates the unsolicited grant size to be used by ABS during GPI adaptation (with GPI other than GPImin).

	      Adaptation Start Time (AST)
	If the adaptation method is “implicit”, upon the AST-th zero sized BW-REQ, polling/grant adaptation from GPImin to GPImax begins.

	      Adaptation Method
	· Implicit, exponential: upon the AST-th zero sized BW-REQ, GPI begins increasing exponentially from GPImin to GPImax; upon non-zero sized BW-REQ, GPI resumes to GPImin

· Implicit, one-step: upon the AST-th zero sized BW-REQ, GPI begins increasing one-step from GPImin to GPImax; upon non-zero sized BW-REQ, GPI resumes to GPImin

· Explicit: new GPI and grant size to use is going to be indicated in BW-REQ

	}
	 


6.3.5.2.5 Adaptive granting and polling service (aGPS) 

The intent of the aGPS grant scheduling type is to unify the UGS, ertPS, rtPS and nrtPS UL scheduling services in the legacy system, and enhance them by supporting adaptation of the service flow QoS parameters when QoS requirement/traffic characteristics for UL traffic changes. The QoS parameters to support aGPS are exemplified in Table 170.0.

The ABS may grant or poll AMS periodically with adaptation. Initially, ABS uses grant or polling interval (GPI) as indicated by GPImin. If the Adaptation Method is implicit, upon the N-th zero sized BW-REQ from AMS, ABS increases GPI from GPImin to GPImax either exponentially or one-step; and upon non-zero sized BW-REQ, ABS resumes GPI back to GPImin. If the Adaptation Method is explicit, the new GPI can be requested by AMS explicitly through field of Running Grant/Polling Interval (see Table 174.0) in BW-REQ headers. 

If the Grant Size is x bytes (the newly defined BW-REQ header size), it is adaptive polling; otherwise, it is adaptive granting. When it is adaptive granting, the initial size of allocations corresponds to Maximum Sustained Traffic Rate. And the new size of allocation during grant adaptation (with GPIs other than GPImin) is either indicated by Grant Size QoS parameter if the Adaptation Method is implicit or requested by AMS in BW-REQ headers if Adaptation Method is explicit.

Table 174.0—6 bits Running GPI field in BW-REQ to support aGPS
	Filed
	Bits
	Unit
	Meaning

	Running Grant/Polling Interval  
	6 bits
	frames
	If it is zero, grant/polling interval has no change

If it is non-zero

If (scheduling type == aGPS)

        new GPI to use for future allocation

If (scheduling type == BE)

        minimum grant interval for the next allocation


New TLVs for aGPS based connection establishment/teardown
11.13.39 FID 

The value of this field specifies the FID assigned by the BS to a service flow of an MS with a non-null AdmittedQosParamSet or ActiveQosParamSet. The 4-bit value of this field is used in BRs and in MAC PDU headersGMG. This field shall be present in a BS-initiated DSA-REQ or DSC-REQ message related to establishing an admitted or active service flow. This field shall also be present in DSA-RSP and DSC-RSP messages related to the successful establishment of an admitted or active service flow.

If a service flow has been successfully admitted or activated (i.e., has an assigned FID) the SFID shall NOT be used for subsequent DSx message signaling as FID is the primary handle for a service flow. If a service flow is no longer admitted or active (via DSC-REQ), its FID may be reassigned by the BS.
Table X: FID encoding
	Type
	Length
	Value
	Scope

	[145/146].39
	1
	FID
	DSx-REQ 

DSx-RSP 

DSx-ACK


11.13.40 GPImin

Minimum Grant polling interval, used by BS initially.
Table X1: GPImin

	Type
	Length
	Value
	Scope

	[145/146].40
	1
	GPImin
	DSx-REQ 

DSx-RSP 

DSx-ACK


11.13.41 GPImax
Maximum Grant polling interval.

Table X1: GPImax
	Type
	Length
	Value
	Scope

	[145/146].41
	1
	GPImax
	DSx-REQ 

DSx-RSP 

DSx-ACK


11.13.42 Adaptation Method.
· Implicit, exponential: upon the AST-th zero sized BW-REQ, GPI begins increasing exponentially from GPImin to GPImax; upon non-zero sized BW-REQ, GPI resumes to GPImin

· Implicit, one-step: upon the AST-th zero sized BW-REQ, GPI begins increasing one-step from GPImin to GPImax; upon non-zero sized BW-REQ, GPI resumes to GPImin

· Explicit: new GPI and grant size to use is going to be indicated in BW-REQ

Table X1: Adaptation Method.

	Type
	Length
	Value
	Scope

	[145/146].42
	1
	Adaptation Method. = 0; Implicit exponential
Adaptation Method. = 1; Implicit one step

Adaptation Method. = 2; Explicit 
	DSx-REQ 

DSx-RSP 

DSx-ACK


11.13.43 aGPS Grant Size

Grant size to be used during GPI adaptation. If grant size=x bytes (the newly defined BW-REQ header size), it is adaptive polling; otherwise, it is adaptive granting and grant size indicates the unsolicited grant size to be used by ABS during GPI adaptation (with GPI other than GPImin).
Table X1: aGPS Grant Size
	Type
	Length
	Value
	Scope

	[145/146].43
	1
	aGPS Grant Size
	DSx-REQ 

DSx-RSP 

DSx-ACK


11.13.44 AST

Adaptation Start Time (AST): If the adaptation method is “implicit”, upon the AST-th zero sized BW-REQ, grant/polling adaptation begins
Table X1: AST
	Type
	Length
	Value
	Scope

	[145/146].44
	1
	AST
	DSx-REQ 

DSx-RSP 

DSx-ACK


-------------------------------------------------  Text end  ------------------------------------------------- 

