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1 Introduction

According to the coverage loss detection procedure, ABS shall grant UL burst to the AMS if active_ABS_timer is expired and AMS shall transmit a MAC PDU with data or padding bytes on the UL grant. However, a padding PDU is not defined in 16m draft and any padding bytes which do not follow MAC PDU format may be discarded in MAC layer.
If a burst which contains padding bytes is received, it will be demodulated and decoded at physical layer and delivered to MAC layer. In this case, the physical layer can’t provide any information on the contents of the burst because it does not analyze the contents of the burst. Therefore, the MAC layer considers the received padding bytes as a valid MAC PDU and decodes it based on the MAC PDU format defined in 16m draft.

First of all, it compares the first 4 bits of the MAC PDU with FIDs of service flows setup between AMS and ABS. If there is a match (0xF may be a valid FID), then MAC layer tries to decode the remaining part, but it will fail in decoding the second byte of the padding bytes because it is set to 0x00 which means that the length of the MAC PDU is 0. In this case, the MAC layer shall discard the received MAD PDU. 
Similarly, it there is a mismatch, then the MAC layer shall discard the received MAC PDU because it does not follow the MAC PDU format.
We may implement an additional logic to deal with such an exceptional case but it may increase implementation complexity. The MAC layer shall analyze the contents of the received MAC PDU to confirm whether the received MAC PDU is a padding bytes or a regular MAC PDU. But, how many bytes should be analyzed? At least 2 bytes shall be analyzed because the first bytes of a regular MAC PDU may be set to 0xF0. Moreover, the MAC layer needs to analyze as many bytes as possible to guarantee that the received padding bytes is an intended one because bit errors may not be detected by CRC attached at the burst.
In order to make implementation simple, we may define a padding PDU and reserve a FID for the padding PDU. But, it’s not good to reserve one more FID because 4 FIDs out of 16 FIDs are already reserved and one more FID may be reserved for emergency service flow by an operator. 
Finally, we propose a small MAC control message called AAI_PLL-RSP (Polling Response) message for coverage loss detection. This message contains only STID and is encrypted for secure confirmation.
2 Text Proposal
---------------------------------------------------------Start of the Text----------------------------------------------------------
[Modify the texts on page 464, line 27 as follows]

Upon each expiration of the active_ABS_timer, to check whether an AMS is still alive in active mode, the ABS shall grant UL burst to the AMS and the AMS shall transmit a MAC PDU with data or if no data pend​ing to be transmitted, then just with a BR header with BR size set to 0padding bytes on the UL grant. If the ABS successfully receives an UL data burst from the AMS in the UL allocation granted to it, the ABS shall reset the active_ABS_timer for the AMS. The ABS may send a unicast AAI-RNG-ACK message with status "success" to the AMS with or without adjustment parameters based on the measurement on the received UL burst from the AMS.
---------------------------------------------------------End of the Text----------------------------------------------------------

  


