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Clean-up for QoS mechanism
Hyunjeong Kang, Jungshin Park, Rakesh Taori

Samsung Electronics
1. Introduction
Current 16m/D8 has defined the QoS definition in 16m system, but the operation of QoS, service flow and the management of service flow are incomplete.
This contribution proposes to clarify QoS section, similar to that described in section 6.3.14.

2. Text change
-------------------------------  Text Start  --------------------------------------------------- 
[Remedy 1:] 
[Add the following texts in subclause 16.2.12 (page 365, line 1):]
16.2.12 Quality of Service (QoS)

16.2.12.1 Theory of operation
The various protocol mechanisms described in this document may be used to support QoS for both UL and DL traffic through the AMS and the ABS. This subclause provides an overview of the QoS protocol mechanisms and their part in providing end-to-end QoS.

The requirements for QoS include the following:

a) A configuration and registration function for default service flows.
b) A signaling function for provisioned or dynamically establishing QoS-enabled service flows and traffic parameters.
c) Utilization of MAC scheduling and QoS traffic parameters for UL service flows.
d) Utilization of QoS traffic parameters for DL service flows.
e) Grouping of service flow properties into named service classes, so upper-layer entities and external applications (at both the AMS and ABS) may request service flows with desired QoS parameters in a globally consistent way.

The principal mechanism for providing QoS is to associate packets traversing the MAC interface into a service flow as identified by the SFID. A service flow is a unidirectional flow of packets that is provided with a particular QoS. The AMS and ABS provide this QoS according to the QoS parameter set defined for the service flow.

The primary purpose of the QoS features defined here is to define transmission ordering and scheduling on the air interface. However, these features often need to work in conjunction with mechanisms beyond the air interface in order to provide end-to-end QoS or to police the behavior of AMSs.
Service flows exist in both the UL and DL direction and may exist without actually being activated to carry traffic. All service flows have a 32-bit SFID; admitted and active service flows also have a 4-bit FID.
16.2.12.2 Service flows
A service flow is a MAC transport service that provides unidirectional transport of packets either to UL packets transmitted by the AMS or to DL packets transmitted by the ABS. A service flow is characterized by a set of QoS parameters such as latency, jitter, and throughput assurances. In order to standardize operation between the AMS and ABS, these attributes include details of how the AMS requests UL bandwidth allocations and the expected behavior of the ABS UL scheduler.
A service flow is partially characterized by the following attributes:

a) Service Flow ID: An SFID is assigned to each existing service flow. The SFID serves as the principal identifier for the service flow in AMS. A service flow has at least an SFID and an associated direction.

b) FID: The identifier of the transport connection which exists only when the service flow is admitted or active. The relationship between SFID and FID, when present, is unique. An SFID shall never be associated with more than one FID, and a FID shall never be associated with more than one SFID. The FID uniquely identifies the transport connection within an AMS.
c) ProvisionedQoSParamSet: A QoS parameter set provisioned via means outside of the scope of this standard, such as the network management system.

d) AdmittedQoSParamSet: Defines a set of QoS parameters for which the ABS (and possibly the AMS) is reserving resources. The principal resource to be reserved is bandwidth, but this also includes any other memory or time-based resource required to subsequently activate the flow.

e) ActiveQoSParamSet: Defines a set of QoS parameters for the service actually being provided to the service flow. Only an active service flow may forward packets.

f) Authorization Module: A logical function within the ABS that approves or denies every change to QoS parameters and classifiers associated with a service flow. As such, it defines an “envelope” that limits the possible values of the AdmittedQoSParamSet and ActiveQoSParamSet.

The relationship between the QoS parameter sets is as shown in Figure X1 and Figure X2. The ActiveQoSParamSet is always a subset of the AdmittedQoSParamSet, which is always a subset of the authorized “envelope.” In the dynamic authorization model, this envelope is determined by the Authorization Module (labeled as the AuthorizedQoSParamSet). In the provisioned authorization model, this envelope is determined by the ProvisionedQoSParamSet. It is useful to think of three types of service flows states:

1) Provisioned: A service flow in this state is associated with ProvisionedQoSParamSet. The ProvisionedQoSParamSet is known via provisioning by, for example, the network management system or AAI-DSA exchanges initiated by ABS. The AdmittedQoSParamSet and ActiveQoSParamSet of the service flow are both null. 
A provisioned service flow is the one that is provisioned but not immediately activated (sometimes called “deferred”) by the setup of the flow. The network assigns an SFID for such a service flow during provisioning. For activation or admission of a provisioned service flow, the ABS may also require an authorization from a policy module prior to activation or admission. 
As a result of external action beyond the scope of this specification, the AMS may choose to activate a provisioned service flow by passing the SFID and the associated active QoS parameter sets to the ABS in the AAI-DSC-REQ message. If authorized and resources are available, the ABS shall respond by mapping the service flow to a FID. As a result of external action beyond the scope of this specification, the ABS may choose to activate a provisioned service flow by passing the SFID as well as the FID and the associated active QoS parameter sets to the AMS in the AAI-DSC-REQ message. Such a provisioned service flow may be activated and deactivated many times (through AAI-DSC exchanges). In all cases, the original SFID shall be used when reactivating the service flow.
2) Admitted: A service flow in this state has resources reserved by the ABS for its AdmittedQoSParamSet, but its resources are not assigned until its state changes to active (i.e., its ActiveQoSParamSet is null). Admitted service flows may have been provisioned or may be created dynamically and immediately admitted.
The Admitted state supports a two-phase activation model that is often utilized in telephony applications. In the two-phase activation model, the resources for a “call” are first “admitted,” and then once the end-to-end negotiation is completed (e.g., called party’s gateway generates an “off-hook” event), the resources are “activated.” The two-phase model serves the following purposes:

· Conserving network resources until a complete end-to-end connection has been established, 

· Performing policy checks and admission control on resources as quickly as possible, and in particular, before informing the far end of a connection request, and
· Preventing several potential theft-of-service scenarios.

For example, if an upper-layer service were using UGS, and the addition of upper-layer flows could be adequately provided by increasing the Maximum Sustained Traffic Rate QoS parameter, then the following procedure might be used. When the first higher layer flow is pending, the AMS issues an AAI-DSA-REQ with the admitted Maximum Sustained Traffic Rate parameter equal to that required for the first higher layer flow, and the active Maximum Sustained Traffic Rate parameter equal to zero. Later when the higher layer flow becomes active, it issues an AAI-DSC-REQ with the instance of the active Maximum Sustained Traffic Rate parameter equal to that required for the higher layer flow. Admission control was performed at the time of the reservation, so the later AAI-DSC-REQ, having the active parameters within the range of the previous reservation, is guaranteed to succeed. Subsequent higher layer flows would be handled in the same way. If there were three higher layer flows establishing connections, with one flow already active, the service flow would have admitted Maximum Sustained Traffic Rate equal to that required for four higher layer flows, and active Maximum Sustained Traffic Rate equal to that required for one higher layer flow. An activation request of a service flow where the new ActiveQoSParamSet is a subset of the AdmittedQoSParamSet shall be allowed, except in the case of catastrophic failure. An admission request where the AdmittedQoSParamSet is a subset of the previous AdmittedQoSParamSet, so long as the ActiveQoSParamSet remains a subset of the AdmittedQoSParamSet, shall succeed. A service flow that has resources assigned to its AdmittedQoSParamSet, but whose resources are not yet completely activated, is in a transient state. It is possible in some applications that a long-term reservation of resources is necessary or desirable. For example, placing a telephone call on hold should allow any resources in use for the call to be temporarily allocated to other purposes, but these resources shall be available for resumption of the call later. The AdmittedQoSParamSet is maintained as “soft state” in the ABS; this state shall be maintained without releasing the non-activated resources. Changes may be signaled with an AAI-DSC-REQ message.
3) Active: A service flow in this state has resources committed by the ABS for its ActiveQoSParamSet, (e.g., is actively sending maps containing unsolicited grants for a UGS-based service flow). 
A service flow that has a non-NULL ActiveQoSParamSet is said to be an active service flow. It is requesting (according to its Request/Transmission Policy) and being granted bandwidth for transport of data packets. An admitted service flow may be activated by providing an ActiveQoSParamSet, signaling the resources actually desired at the current time. This completes the second stage of the two-phase activation model (see Admitted service flow). 
A service flow may be provisioned and immediately activated. Alternatively, a service flow may be created dynamically and immediately activated. In these cases, two-phase activation is skipped and the service flow is available for immediate use upon authorization.
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Figure X1 - Provisioned authorization model “envelopes”
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Figure X2 - Dynamic authorization model “envelopes”
16.2.12.3 Object model

The major objects of the architecture are represented by named rectangles in Figure X3. Each object has a number of attributes; the attribute names that uniquely identify it are underlined. Optional attributes are denoted with brackets. The relationship between the number of objects is marked at each end of the association line between the objects. For example, a service flow may be associated with from 0 to N (many) PDUs, but a PDU is associated with exactly one service flow. The service flow is the central concept of the MAC protocol. In an AMS, it is uniquely identified by a 32-bit SFID. Service flows may be in either the UL or DL direction. There is a one-to-one mapping between admitted and active service flows (32-bit SFID) and transport connections (4-bit FID).
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Figure X3 – Theory of Operation Object Model
Outgoing user data is submitted to the MAC SAP by a CS process for transmission on the MAC interface. The information delivered to the MAC SAP includes the FID identifying the transport connection across which the information is delivered. The service flow for the connection is mapped to MAC transport connection identified by the FID.
A Classifier Rule uniquely maps a packet to its transport connection. 

The service class is an optional object that may be implemented at the ABS. It is referenced by an ASCII name, which is intended for provisioning purposes. A service class is defined in the ABS to have a particular QoS parameter set. The QoS parameter sets of a service flow may contain a reference to the service class name as a “macro” that selects all of the QoS parameters of the service class. The service flow QoS parameter sets may augment and even override the QoS parameter settings of the service class, subject to authorization by the ABS.
16.2.12.4 Service classes

The service class serves the following purposes:

a) It allows operators, who so wish, to move the burden of configuring service flows from the provisioning server to the ABS. Operators provision the AMSs with the service class name; the implementation of the name is configured at the ABS. This allows operators to modify the implementation of a given service to local circumstances without changing AMS provisioning. For example, some scheduling parameters may need to be tweaked differently for two different ABSs to provide the same service. As another example, service profiles could be changed by time of day. 

b) It allows higher layer protocols to create a service flow by its service class name. For example, telephony signaling may direct the AMS to instantiate any available provisioned service flow of class “G711.”

NOTE—Service classes are merely IDs for a specific set of QoS parameter set values. Hence, the use of service classes is optional. A service identified by a service class is treated no differently, once established, than a service that has the same QoS parameter set explicitly specified.

Any service flow may have its QoS parameter set specified in any of the following three ways:

— By explicitly including all traffic parameters.

— By indirectly referring to a set of traffic parameters by specifying a service class name.

— By specifying a service class name along with modifying parameters.

The service class name is “expanded” to its defined set of parameters at the time the ABS successfully admits the service flow. The service class expansion can be contained in the following ABS-originated messages: AAI-DSA-REQ, AAI-DSC-REQ, AAI-DSA-RSP, and AAI-DSC-RSP. In all of these cases, the ABS shall include a service flow encoding that includes the service class name and the QoS parameter set of the service class. If an AMS-initiated request contained any supplemental or overriding service flow parameters, a successful response shall also include these parameters. 

When a service class name is given in an admission or activation request, it is possible that the returned QoS parameter set may change from activation to activation. This can happen because of administrative changes to the service class’s QoS parameter set at the ABS. If the definition of a service class name is changed at the ABS (e.g., its associated QoS parameter set is modified), it has no effect on the QoS parameters of existing service flows associated with that service class. An ABS may initiate DSC transactions to existing service flows that reference the service class name to affect the changed service class definition.

When an AMS uses the service class name to specify the admitted QoS parameter set, the expanded parameter set of the service flow shall be returned to the AMS in the response message (AAI-DSA-RSP or AAI-DSC-RSP). Use of the service class name later in the activation request may fail if the definition of the service class name has changed and the new required resources are not available. Thus, the AMS should explicitly request the expanded parameter set from the response message in its later activation request.
[Remedy 2:] 
[Change the subclause number of subclause 16.2.12.1 on line 3 of page 365 as follows:]
16.2.12.1 16.2.12.4.1 Global Service classes

[Remedy 3:] 
[Add the following texts in subclause 16.2.12:]
16.2.12.5 Authorization

Every change to the service flow QoS parameters shall be approved by an authorization module. This includes every AAI-DSA-REQ message to create a new service flow and every AAI-DSC-REQ message to change a QoS parameter set of an existing service flow. Such changes include requesting an admission control decision (e.g., setting the AdmittedQoSParamSet) and requesting activation of a service flow (e.g., setting the ActiveQoSParamSet). Reduction requests regarding the resources to be admitted or activated are also checked by the authorization module.

In the static authorization model, the authorization module stores the provisioned status of all “deferred” service flows. Admission and activation requests for these provisioned service flows shall be permitted, as long as the admitted QoS parameter set is a subset of the provisioned QoS parameter set, and the active QoS parameter set is a subset of the admitted QoS parameter set. Requests to change the provisioned QoS parameter set shall be refused, as shall requests to create new dynamic service flows. This defines a static system where all possible services are defined in the initial configuration of each AMS.

In the dynamic authorization model, the authorization module also communicates through a separate interface to an independent policy server. This policy server may provide the authorization module with advance notice of upcoming admission and activation requests, and it specifies the proper authorization action to be taken on those requests. Admission and activation requests from an AMS are then checked by the Authorization Module to ensure that the ActiveQoSParamSet being requested is a subset of the set provided by the policy server. Admission and activation requests from an AMS that are signaled in advance by the external policy server are permitted. Admission and activation requests from an AMS that are not presignalled by the external policy server may result in a real-time query to the policy server or may be refused.

Prior to initial connection setup, the ABS shall retrieve the provisioned QoS parameter set for an AMS. This is handed to the Authorization Module within the ABS. The ABS shall be capable of caching the provisioned QoS parameter set and shall be able to use this information to authorize dynamic flows that are a subset of the provisioned QoS parameter set. The ABS should implement mechanisms for overriding this automated approval process (such as described in the dynamic authorization model). For example it could

a) Deny all requests regardless of whether they have been preprovisioned.

b) Define an internal table with a richer policy mechanism but seeded by the Provisioned QoS Set.

c) Refer all requests to an external policy server.
[Remedy 4:] 
[Change the subclause 16.2.12.2 as follows:]
16.2.12.62 Service Flow Management
Service flows may be created, changed, or deleted. This is accomplished through a series of MAC management messages referred to as AAI-DSA, AAI-DSC, and AAI-DSD. The AAI-DSA messages create a new service flow. The AAI-DSC messages change an existing service flow. The AAI-DSD messages delete an existing service flow. This is illustrated in Figure X4.
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Figure X4 – Service flow state transition overview

The Null state implies that no service flow exists that matches the SFID and/or FID Change Count.

Once the service flow exists, it is operational and has an assigned SFID. In steady-state operation, a service flow resides in a Nominal state. When AAI-DSx messaging is occurring, the service flow may transition through other states, but remains operational. Since multiple service flows may exist, there may be multiple state machines active, one for every service flow. AAI-DSx messages only affect those state machines that match the SFID and/or FID Change Count. Both the AMS and ABS shall decrypt and validate the encrypted AAI-DSx messages before processing them, and discard any messages that fail the decryption.

FID Change Count is unique per transaction and is increased by one (modulo 16) by the initiating device (ABS or AMS). Each AAI-DSx message sequence is a unique transaction with an associated unique FID Change Count. The AAI-DSA/DSC transactions consist of a request/response/acknowledge sequence. The AAI-DSD transactions consist of a request/response sequence. The response messages shall return a CC of “request was successful” unless some exception condition was detected. The acknowledge messages shall return the CC in the response unless a new exception condition arises. 
The AMS and the ABS shall support the scheduling services described in 6.3.5. The AMS and the ABS shall support adaptation of service flow (SF) QoS parameters. One or more QoS parameter set(s) may be defined during the initial service negotiation, depending on the types of the scheduling services for the service flow, e.g., a mandatory primary SF QoS parameter set, and an optional secondary SF QoS parameter set, etc. Each SF QoS parameter set defines a set of QoS parameters. If multiple SF QoS parameter sets are defined, each of them corresponds to a specific traffic characteristic for the user data mapped to the same service flow. 
For aGPS scheduling services, when QoS requirement/traffic characteristics for UL traffic changes, the ABS may autonomously perform adaptation by either changing the SF QoS parameters or switching among multiple SF QoS parameter sets. The AMS may also request the ABS to perform adaptation using explicit signaling. The ABS then allocates resource according to the adapted SF QoS parameters.
The value of FID field specifies the FID assigned by the ABS to a service flow of an AMS with a non-null AdmittedQosParamSet and/or ActiveQosParamSet. The 4-bit value of this field is used in BRs and in MAC PDU headers. This field shall be present in a ABS-initiated AAI-DSA-REQ or AAI-DSC-REQ message related to establishing an admitted or active service flow. This field shall also be present in AAI-DSA-RSP and AAI-DSC-RSP messages in response to AMS-initiated AAI-DSA-REQ and AAI-DSC-REQ messages related to the successful establishment of an admitted or active service flow.

AAI-DSA-REQ/RSP shall include the MAC Header type field to indicate which MAC header format is to be used for such service flow. When MAC Header type = 0, the given service flow shall use AGMH. When MAC Header type = 1, the given service flow shall use SPMH.
16.2.12.6.1 Dynamic service flow creation

Creation of service flows may be initiated by either ABS or by AMS.
An AAI-DSA-REQ message from an ABS contains an SFID for either one UL or one DL service flow, possibly its associated FID, and a set of active or admitted QoS parameters. The protocol is illustrated in Figure X5. An AMS responds with AAI-DSA-RSP message indicating acceptance or rejection. In the case when rejection was caused by presence of non-supported parameter of non-supported value, specific parameter may be included into AAI-DSA-RSP message.

[image: image5.emf]ABS AMS

AAI-DSA-REQ

AAI-DSA-RSP

AAI-DSA-ACK


Figure X5 – ABS-initiated AAI-DSA message flow
The AMS-initiated protocol is illustrated in Figure X6. An AAI-DSA-REQ message from an AMS contains a QoS parameter set (marked either for admission-only or for admission and activation). An ABS responds with an AAI-DSA-RSP message indicating acceptance or rejection. In the case when rejection was caused by presence of a non-supported parameter of non-supported value, specific parameter may be included into AAI-DSA-RSP message. 
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Figure X6 – AMS-initiated AAI-DSA message flow
16.2.12.6.2 Dynamic service flow modification and deletion
In addition to the methods presented in 16.2.12.6.1 for creating a service flow, protocols are defined for modifying and deleting a service flow.

Both provisioned and dynamically created service flows are modified with the AAI-DSC message, which can change the admitted and active QoS parameter sets of the flow. A successful AAI-DSC transaction changes a service flow’s QoS parameters by replacing both the admitted and active QoS parameter sets. If the message contains only the admitted set, the active set is set to null and the flow is deactivated. If the message contains neither set (“000” value used for QoS parameter set type, see 16.2.3.47.4), then both sets are set to null and the flow is de-admitted. When the message contains both QoS parameter sets, the admitted set is checked first, and if admission control succeeds, the active set in the message is checked against the admitted set in the message to ensure that it is a subset. If all checks are successful, the QoS parameter sets in the message become the new admitted and active QoS parameter sets for the service flow. If either of the checks fails, the AAI-DSC transaction fails and the service flow QoS parameter sets are unchanged.
When a service flow is deleted using the AAI-DSD message, all resources associated with it are released. If a service flow for a provisioned service is deleted, the ability to reestablish the service flow for that service is network management dependent.
[Remedy 5:] 
[Change the section number of 16.2.12.3 and its sub-section number (page 368, line 16) as follows:]
16.2.12.3 16.2.12.7 Scheduling services

16.2.12.3.1 16.2.12.7.1 Adaptive granting and polling service
16.2.12.3.1.1 16.2.12.7.1.1 Handover Support

[Remedy 6:]
[Change the section number of 16.2.12.4 (page 371, line 58) as follows:]
16.2.12.4 16.2.12.8 Emergency Service Flow

[Remedy 7:]
[Change the section number of 16.2.12.5 (page 372, line 6) as follows:]
16.2.12.5 16.2.12.9 Emergency Service Notification during initial ranging

[Remedy 8:]
[Change the section number of 16.2.12.6 (page 372, line 27) as follows:]
16.2.12.6 16.2.12.10 Emergency Service Notification during connected state
[Remedy 9:]
[Change the section number of 16.2.12.7 (page 372, line 39) as follows:]
16.2.12.7 16.2.12.11 Emergency Alert Service

[Remedy 10:]
[Change the section number of 16.2.12.8 and its sub-section number (page 372, line 47) as follows:]
16.2.12.8 16.2.12.12 Service Flow/Convergence Sublayer Parameters

16.2.12.8.1 16.2.12.12.1 FID
16.2.12.8.2 16.2.12.12.2 Uplink/Downlink Indicator

16.2.12.8.3 16.2.12.12.3 Differentiated BR timer
16.2.12.8.4 16.2.12.12.4 Predefined BR Index Parameter
16.2.12.8.5 16.2.12.12.5 Coupled Group Create/Change

16.2.12.8.5.1 16.2.12.12.5.1 Qty Coupled SFID request

16.2.12.8.6 16.2.12.12.6 Group Parameter Create/Change 

16.2.12.8.6.1 16.2.12.12.6.1 Qty SFID request

-------------------------------  Text End  ---------------------------------------------------
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