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Proposed Corrections to the Subsection about MAC Control Messages with CMAC Protection (16.2.4.8)
Lei Wang
InterDigital Communications, LLC
1 Introduction
There are multiple problems with the newly added text in subsection "16.2.4.8 MAC Control Messages with CMAC Protection", e.g., 

1) in Figure 397, why does a MAC message need to divide into multiple N-bytes segments, each having padding? Also, it shows all those segments are put on top of each other in the payload portion. Should they concatenated? In addition, was the left side MAC control message intended to show the case without CMAC?

2) Why does it has to show the PER encoding box in the diagrams? It does not add any value, instead, it add confusion.

We propose to changes to this subsection to correct/clarify those identified issues.

2 Suggested changes in the 802.16m/D9
The following is the proposed change in the 802.16m/D9. Note that the new text is marked with blue and underline; the deleted text are marked with red and strikethrough. 
Suggested change #1: line 50, page 295 to line 3 page 296
Change the text in line 50, page 295 to line 3 page 296 as follows:

The CMAC protected MAC control message consists of MAC control message content ASN.1 encoded data followed by the CMAC tuple. A CMACI (CMAC Indicator) flag is defined in the MAC control message to indicate whether the MAC con​trol message is protected using CMAC or not. CMACI set to "1"indicates that MAC control message is pro​tected using CMAC and CMAC tuple is present after the ASN.1 binary data in the MAC control message. CMACI set to '0' or absence of CMACI in the MAC control message indicates that MAC control message is not protected using CMAC.
Figure 397 illustrates the construction of a MAC PDU carrying CMAC protected MAC control message. If a MAC control message has CMACI set to "0" or does not have CMACI, its MAC control message content ASN.1 binary data and padding bit (if needed for byte alignment), shall be the MAC PDU payload that has the size M = N bytes, where N is the number of bytes of the MAC control message content data plus padding when needed. If a MAC control message has CMAC set to "1", its MAC control message content ASN.1 binary data and padding bits are sent to the AES-CMAC algorithm to generate the CMAC value. The CMAC protected MAC control message consists of MAC control message content ASN.1 encoded data followed by the CMAC tuple.

The MAC PDU payload shall contain the MAC control message content ASN.1 binary data, padding bits (if any), and the CMAC tuple, and have the size M = N + 12 bytes, where N is the number of bytes of the MAC control message content data plus padding when needed.
Suggested change #2: line 4 to 43, page 296, Figure 397
Replace line 4 to 43 on page 296 by the following:
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Figure 397—MAC PDU construction with / without CMAC protection
Suggested change #3: line 1, page 297, Figure 398
Replace Figure 398 in line 1 page 297 by the following figure:
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