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1 Scope

The 802.16m amendment shall be developed in accordance with the P802.16 project authorization request (PAR), as approved on 6 December 2006 [1], and with the Five Criteria Statement in IEEE 802.16-06/055r3 [2]. According to the PAR, the standard shall be developed as an amendment to IEEE Std 802.16 [3][4]. The resulting standard shall fit within the following scope:

This standard amends the IEEE 802.16 WirelessMAN-OFDMA specification to provide an advanced air interface for operation in licensed bands. It meets the cellular layer requirements of IMT-Advanced next generation mobile networks. This amendment provides continuing support for legacy WirelessMAN-OFDMA equipment.

And the standard will address the following purpose:

The purpose of this standard is to provide performance improvements necessary to support future advanced services and applications, such as those described by the ITU in Report ITU-R M.2072.

The standard is intended to be a candidate for consideration in the IMT-Advanced evaluation process being conducted by the International Telecommunications Union–Radio Communications Sector (ITU-R) [5][6][7]. This document represents the system description document for the 802.16m amendment. It describes the system level description of the 802.116m system based on the SRD developed by the IEEE 802.16 TGm[8]. All content included in any draft of the 802.16m amendment shall be in accordance with the system level description in this document as well as in compliance with the requirements in the SRD. This document, however, shall be maintained and may evolve. The system described herein is defined to ensure competitiveness of the evolved air interface with respect to other mobile broadband radio access technologies as well as to ensure support and satisfactory performance for emerging services and applications.
2 References

[8] IEEE 802.16m System Requirements, IEEE 802.16m-07/002r4
3 Definition, Symbols, Abbreviation
4 Overall Network Architecture

<Editor’s Note: This section will describe the overall network architecture applicable to 802.16m.>

The Network Reference Model (NRM) is a logical representation of the network architecture. The NRM identifies functional entities and reference points over which interoperability is achieved between functional entities. The following Figure 1 illustrates the NRM, consisting of the following logical entities: Mobile Station (MS), Access Service Network (ASN), and Connectivity Service Network (CSN). The existing network reference model is defined in WiMAX Network Architecture [9].

![Overall Network Architecture Diagram]

Figure 1 Example of overall network architecture

The ASN is defined as a complete set of network functions needed to provide radio access to an IEEE 802.16e/m subscriber. The ASN provides at least the following functions:

- IEEE 802.16e/m Layer-2 (L2) connectivity with IEEE 802.16e/m MS
- Transfer of AAA messages to IEEE 802.16e/m subscriber’s Home Network Service Provider (H-NSP) for authentication, authorization and session accounting for subscriber sessions
- Network discovery and selection of the IEEE 802.16e/m subscriber’s preferred NSP
- Relay functionality for establishing Layer-3 (L3) connectivity with an IEEE 802.16e/m MS (i.e. IP address allocation)
- Radio Resource Management

In addition to the above functions, for a portable and mobile environment, an ASN further supports the following functions:

- ASN anchored mobility
- CSN anchored mobility
- Paging
• ASN-CSN tunneling

The ASN comprises network elements such as one or more Base Station(s), and one or more ASN Gateway(s). An ASN may be shared by more than one CSN. The CSN is defined as a set of network functions that provide IP connectivity services to the IEEE 802.16e/m subscriber(s). A CSN may provide the following functions:

• MS IP address and endpoint parameter allocation for user sessions
• Internet access
• AAA proxy or server
• Policy and Admission Control based on user subscription profiles
• ASN-CSN tunneling support,
• IEEE 802.16e/m subscriber billing and inter-operator settlement
• Inter-CSN tunneling for roaming
• Inter-ASN mobility

The IEEE 802.16e/m services such as location based services, connectivity for peer-to-peer services, provisioning, authorization and/or connectivity to IP multimedia services and facilities to support lawful intercept services such as those compliant with Communications Assistance Law Enforcement Act (CALEA) procedures.

CSN may further comprise network elements such as routers, AAA proxy/servers, user databases, Interworking gateway MSs. A CSN may be deployed as part of a greenfield IEEE 802.16e/m NSP or as part of an incumbent IEEE 802.16e/m NSP.

The Relay Stations (RSs) may be deployed to provide improved coverage and/or capacity (see Figure 2). When RSs are present, communications between the BS and the MS can occur directly or via relay.
5 IEEE 802.16m System Reference Model

<Editor’s Note: This section describes system reference model in for those functions introduced in the 802.16m air interface>

A simplified reference model for 802.16 network is shown in Figure 3. An 802.16m entity is the logical entity in a SS, RS or BS that comprises the PHY and MAC layers of the data/control plane. The Network Control and Management functions provide various control and management functions (including AAA, security, mobility, radio resource management, service flow management, paging and idle mode, MBS, location based services, MIH function, SS management, network management, regulatory services, multi-RAT interworking, etc.) and resides in both MS and BS. A set of SAPs provide interfaces between them and 802.16m entities.

![Figure 3 System Reference Model](image-url)

The implementation of the Relay functionality is FFS.
6 IEEE 802.16m Top Level System State Diagrams

<Editor’s Note: To capture only the top level states of the mobile stations, base stations. Detailed feature specific state diagrams will be captured elsewhere in the respective sections.>
7 Frequency Bands

<Editor’s Note: This section will describe the frequency bands that are applicable to the IEEE 802.16m system>
8 IEEE 802.16m Air-Interface Protocol Structure

8.1 IEEE 802.16e Protocol Structure

The following Figure 4 shows the protocol architecture of IEEE 802.16e which will be used as reference system. The MAC layer is composed of two sub-layers: Convergence Sublayer (CS) and MAC Common Part Sublayer (MAC CPS).

![IEEE 802.16e protocol architecture](attachment:image)

For convenience, the MAC CPS functions are classified into two groups based on their characteristics. The upper one is named as resource control and management functions group, and the lower one is named as medium access control functions. Also the control plane functions and data plane functions are also separately classified.

The resource control and management functional group includes several functional blocks that are related with radio resource functions such as:

- Radio Resource Management
- Mobility Management
- Network-entry Management
- Location Management
- Idle Mode Management
- Security Management
- System Configuration Management
- MBS
• Connection Management

Radio Resource Management block adjusts radio network parameters related to the traffic load, and also includes function of load control (load balancing), admission control and interference control.

Mobility Management block handles related to handover procedure. Mobility Management block manages candidate neighbor target BSs based on PHY signaling report, and also decides whether MS performs handover operation.

Network-entry Management block is in charge of initialization procedures. Network-entry Management block may generate management messages which needs during initialization procedures, i.e., ranging (this does not mean physical ranging, but ranging message in order to identification, authentication, and CID allocation), basic capability, registration, and so on.

Location Management block is in charge of supporting location based service (LBS). Location Management block may generate messages including the LBS information. The Location Management block also manages location update operation during idle mode.

Idle Mode Management block controls idle mode operation, and generates the paging advertisement message based on paging message from paging controller in the core network side.

Security Management block is in charge of key management for secure communication. Using managed key, traffic encryption/decryption and authentication are performed.

System Configuration Management block manages system configuration parameters, and generates broadcast control messages such as downlink/uplink channel descriptor (DCD/UCD).

MBS (Multicast and Broadcasting Service) block controls management messages and data associated with broadcasting service.

Connection Management block allocates connection identifiers (CIDs) during initialization/handover/service flow creation procedures. Connection Management block interacts with convergence sublayer to classify MAC Service Data Unit (MSDU) from upper layer, and maps MSDU onto a particular transport connection.

The medium access control functional group includes function blocks which are related with physical layer and link controls such as:

• PHY Control
• Control Signaling
• Sleep Mode Management
• QoS
• Scheduling and Resource and Multiplexing
• ARQ
• Fragmentation/Packing
• MAC PDU formation

PHY Control block handles PHY signaling such as ranging, measurement/feedback (CQI), and HARQ ACK/NACK. Based on CQI and HARQ ACK/NACK, PHY Control block estimates channel environment of MS, and performs link adaptation via adjusting modulation and coding scheme (MCS) or power level.

Control Signaling block generates resource allocation messages such as DL/UL-MAP as well as specific control signaling messages, and also generates other signaling messages not in the form of general MAC messages.
(e.g., DL frame prefix also known as FCH).

Sleep Mode Management block handles sleep mode operation. Sleep Mode Management block may also
generate management messages related to sleep operation, and may communicate with Scheduler block in order
to operate properly according to sleep period.

QoS block handles rate control based on QoS parameters input from Connection Management function for each
connection, and scheduler shall operate based on the input from QoS block in order to meet QoS requirement.

Scheduling and Resource and Multiplexing block schedules and multiplexes packets based on properties of
connections. In order to reflect properties of connections Scheduling and Resource and Multiplexing block
receives QoS information from QoS block for each connection.

ARQ block handles MAC ARQ function. For ARQ-enabled connections, ARQ block logically splits MAC SDU
to ARQ blocks, and numbers to each logical ARQ block. ARQ block may also generate ARQ management
messages such as feedback message (ACK/NACK information).

Fragmentation/Packing block performs fragmenting or packing MSDUs based on scheduling results from
Scheduler block.

MAC PDU formation block constructs MAC protocol data unit (PDU) so that BS/MS can transmit user traffic
or management messages into PHY channel. MAC PDU formation block may add sub-headers or extended sub-
headers. MAC PDU formation block may also add MAC CRC if necessary, and add generic MAC header.

### 8.1.1 The IEEE 802.16e MS/BS Data Plane Processing Flow

The following figure describes data transmission flow in the 802.16e. On the transmitter side, after a packet
arrives from higher layer, Convergence Sublayer classifies a packet according to classification rules, and maps a
packet onto a particular transport connection. If a packet is associated with ARQ connection, then ARQ block
logically splits a packet into ARQ blocks. After scheduling, a packet may be fragmented or packed, and add
sub-header if necessary. A packet including sub-headers may be encrypted if negotiated. MAC PDU formation
block adds generic MAC header, then MAC Protocol Data Unit (MPDU) is constructed. Several MPDUs may
be concatenated according to the size of the data burst.

On the receiver side, after a packet arrives from physical layer, MAC PDU formation block constructs MPDU,
and Fragmentation/Packing block defragments/unpacks MPDU to make MSDU. After reconstituted in
Convergence Sublayer, MSDU is transferred to higher layer.
8.1.2 The IEEE 802.16e MS/BS Control Plane Processing Flow

The following Figure 6 describes the MAC message transmission flow in 802.16e. Most of the MAC functional block generates its own management messages, and these messages are transported to Fragmentation/Packing block. Basically the MAC management message does not use ARQ block (Management messages will be operated in request-and-response manner, that is, if there is no response, sender retransmits request. Therefore additional ARQ operation is not required). Management message may be fragmented or packed, and authentication information (e.g., CMAC/HMAC in 802.16e) may be appended to the management message if necessary. Some of MAC message may be transmitted via Control Signaling block in the form of control message (e.g., MAP). On the receiver side, most of MAC functional block also receives and handles MAC management messages from the MAC functional block of the opposite side (MS to BS, BS to MS).
8.2 The IEEE 802.16m Protocol Structure

The IEEE 802.16m follows the MAC architecture of current IEEE 802.16e and includes additional functional blocks for 802.16m specific features (see Figure 7). The following additional functional blocks are included:

- Routing
- Self Organization
- Multi-Carrier
- Multi-Radio Coexistence

Self Organization block performs functions to support self configuration and self optimization mechanisms. The functions include procedures to request MSs to report measurements for self configuration and self optimization and receive the measurements from the MSs.
8.2.1 The IEEE 802.16m MS/BS Data Plane Processing Flow

The following Figure 8 shows the user traffic data flow and processing at the BS and the MS. The red arrows show the user traffic data flow from the network layer to the physical layer and vice versa. On the transmit side, a network layer packet is processed by the convergence sublayer, the ARQ function (if present), the fragmentation/packing function and the MAC PDU formation function, to form MAC PDU(s) to be sent to the physical layer. On the receive side, a physical layer SDU is processed by MAC PDU formation function, the fragmentation/packet function, the ARQ function (if present) and the convergence sublayer function, to form the network layer packets. The black arrows show the control primitives among the MAC CPS functions and between the MAC CPS and PHY that are related to the processing of user traffic data.
8.2.2 The IEEE 802.16m MS/BS Control Plane Processing Flow

The following figure shows the MAC CPS control plane signaling flow and processing at the BS and the MS. On the transmit side, the blue arrows show the flow of control plane signaling from the control plane functions to the data plane functions and the processing of the control plane signaling by the data plane functions to form the corresponding MAC signaling (e.g. MAC management messages, MAC header/sub-header) to be transmitted over the air. On the receive side, the blue arrows show the processing of the received over-the-air MAC signaling by the data plane functions and the reception of the corresponding control plane signaling by the control plane functions. The black arrows show the control primitives among the MAC CPS functions and between the MAC CPS and PHY that are related to the processing of control plane signaling.
Figure 9  The IEEE 802.16m MS/BS Control Plane Processing Flow
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