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Overview
Unlicensed wireless networks operate in frequency bands that are shared with other unlicensed wireless networks that may be design to a different standard or specification.  The coexistence of two or more wireless networks is a measure of how well these networks operate while operating in a common geographical area.
AUTHORS NOTE: SCOPE IS COPIED FROM THE PAR AND WILL NOT CHANGE
Scope
This Recommended Practice describes methods for assessing coexistence of wireless networks. The document defines recommended coexistence metrics and methods of computing these coexistence metrics. The focus of the document is on IEEE 802 wireless networks, though the methods developed here may be applicable in other standards development organizations and development communities.
AUTHORS NOTE: PURPOSE IS COPIED FROM THE PAR AND WILL NOT CHANGE

Purpose

The purpose of this document is to recommend methods to evaluate the coexistence of wireless networks.
Normative References
The following referenced documents are indispensable for the application of this standard. For dated references, only the edition cited applies. For undated references, the latest edition of the referenced document (including any amendments or corrigenda) applies.
IEEE Std 802.15.2-2003, Coexistence of Wireless Personal Area Networks with Other Wireless Devices Operating in Unlicensed Frequency Bands, 2003
Definitions
This clause contains definitions of terms used in this document.  Definitions of recommended coexistence metrics can be found in Clause 8.1.
Channel: A continuous frequency segment within the frequency band of operation.

Dynamic frequency selection: A method used by a wireless network for selecting the channel of operation so as to avoid interference with another wireless system.

Keep-out region: A geographic region encompassing the primary wireless system, within which the secondary system cannot operate in the same channel as channel occupied by the primary wireless system.

Packet Error: A packet error is when a station sends a packet to another station within the network and the other station does not receive the packet without error.  For the receiving station to receive the packet without error it must receive the packet and correctly decode the cyclic redundancy check.

Probability of detection: The probability that the secondary wireless system decides that a primary signal is present in a given channel when in fact the primary system does occupy that channel.

Probability of false alarm: The probability that the secondary wireless system decides that a primary signal is present in a given channel when in fact the primary system does not occupy that channel.

Probability of misdetection: The probability that the secondary wireless system decides that a primary signal is not present in a given channel when in fact the primary system does occupy that channel. The value of the probability of misdetection is one minus the value of the probability of detection.

Sensing Time: The time that a wireless network observes a channel in order to decide if that channel is occupied by another wireless system.

Station: A member of a wireless network.

Abbreviations and Acronyms

	DFS
	Dynamic frequency selection

	PER
	Packet Error Rate

	PD
	Probability of detection

	PFA
	Probability of false alarm

	PMD
	Probability of misdetection

	TS
	Sensing Time


General Description

Assessing the coexistence of two wireless networks consists of three steps.  The first step is a description of the coexistence scenario.  This scenario description provides enough detail about the two networks to enable a quantitative evaluation of the coexistence of the two networks.  The second step is selection of a coexistence metric which measures the effectively the two wireless networks coexist.  The final step is the evaluation of the coexistence metric in the context of the coexistence scenario that has been chosen.
There are a variety of coexistence scenarios that can be used to model a real-life scenario.  In many cases a simplified model can be used which gives insight into how two network in a more complex scenario will coexist.  There are also a variety of coexistence metrics that can be used to measure the coexistence of two wireless networks.  Most of these metrics directly or indirectly measure the performance on a network.  Finally, there are a variety of methods of evaluating a coexistence metric.  Most of the methods for evaluation of a coexistence metric consist of simulation techniques, analytic techniques or some combination of simulation and analytic techniques.
Structure of the Recommended Practice

Clause 1 is overview of the recommended practice including the scope and purpose.  Normative references are in Clause 2. Definitions of terms used in the recommended practice are contained in Clause 3 while abbreviations and acronyms are in Clause 4. A general description of the recommended process for evaluation of the coexistence of two wireless networks is provided in Clause 5.

 A number of recommended coexistence scenarios are described in Clause 7.  A list of recommended coexistence metrics with definitions are supplied in Clause 8.  Various recommended methods of evaluating the coexistence metrics are described in Clause 9.  A bibliography is provided in Annex A.  Examples of the three step process recommended in this document are given in Annex B through C.
Coexistence Scenarios

This clause contains a number of recommended coexistence scenarios that can be used to model real-life situations.  The coexistence scenarios do not include all possible situations that can occur in real-life however they do include a broad range of scenarios that cover many of the real-life situations.
The scenarios generally consist of two wireless networks, typically labeled Network A and Network B. These two networks are design according to two different standards or specifications.  If the two networks were designed to the same standard or specification then there would not be an explicit coexistence issue.  In some of the scenarios each network consists of few stations while in other scenarios there are many stations in each network.  These different scenarios can be used to investigate different real-life situations. If the interference from one network to another network is dominated by the interference between one station in Network A and one station in Network B it is recommended to use a coexistence scenario with only a few nodes in each network (coexistence scenarios X, Y and Z).  If on the other hand the interference is not dominated by a few networks but is in fact determined by the aggregate interference between these networks, then it is recommended to use a coexistence scenario with many stations in each network (coexistence scenarios A, B and C).
There are also scenarios that focus on a specific capability of one network to coexist with another network.  Such systems adapt their behavior so as to better coexist with other networks.  This adaptation can include selection of the frequency of operation, modifications to the timing and duration of transmission or other adaptations.
 Coexistence scenario X is recommended for modeling of dynamic frequency selection (DFS) networks.  A DFS-enabled network observes (senses) the spectrum within a frequency band and selects it channel of operation based on the results of the sensing.
Coexistence scenario Y is recommended for modeling listen before talk (LBT) networks.  An LBT network observes (senses) the channel it is operating on to determine if it channel is currently occupied and based on that observation it decides whether to transmit or not.  In addition it may also modify the time until it observes that channel again.

Coexistence Scenario 1 – Two Small Networks
Text.

Coexistence Scenario 2 – Two Large Networks
Text.

Coexistence Scenario 3 – Dynamic Frequency Selection
The DFS coexistence scenario consists of a two wireless networks.  One of the wireless systems is DFS-enabled (Network A) and the other wireless system is not DFS-enabled (Network B).  The term network is used broadly in this coexistence scenario and includes wireless systems that in other contexts may not be referred to as networks (e.g. radar systems).  This is done to avoid introduction of other to many additional and unnecessary terms.

The frequency band in use by both the wireless networks is show in Figure 1.  The frequency band is subdivided into N channels. Each of these N channels may be occupied by Network B.
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Figure 1: Frequency band of operation

Coexistence Scenario 4 – Listen Before Talk

Text.

Coexistence Metrics

This clause defines a number of coexistence metrics and recommends which coexistence metrics to use with each of the coexistence scenarios in Clause 7.
Definitions of the Coexistence Metrics

This sub-clause contains definitions of the coexistence metrics recommended for assessing the coexistence of two wireless networks.
Packet Error Rate: The probability of a packet error (PE).

Sensing Sensitivity: The signal power level at which a DFS system can detect the signal of interest for a specified receiver system noise figure, sensing time, probability of false alarm, probability of detection.
Recommended Coexistence Metrics

Text.

Evaluation of Coexistence Metrics

Text.

Evaluation of Metric 1
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