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1 Overview (Closure Proposed)

1.1 Scope (Closure Proposed)

This document defines system requirement for the |EEE 802.20 standard development project.
These requirements are consstent with the PAR (IEEE SA Project Authorization Request)

document (see section 1.3 below) and shdl condtitutethe top-level specification for the 802.20
standard. For the purpose of this document, an “802.20 system” congtitutes an 802.20 MAC
and PHY implementation in which at least one Mobile station communicates with a base gation
viaaradio ar interface, and the interfaces to externa networks, for the purpose of transporting
| P packets through the MAC and PHY protocol layers.

Unresolved issues are found in Appendix B.

1.2 Purpose (Closure Proposed)

This document establishes the detailed reqw rements for the Moblle Broadband W| reless Acces

(MBWA) systems._Haw the 0
in detail the interfaces and procedures of the MAC and PHY protocols. <RezaAref| 7/18/03>

1.3 PAR Summary (Closure Proposed)

The scope of the PAR (listed in Item 12) is asfollows:

“ Specification of physical and medium access control layers of an air interface for
interoperable mobile broadband wireless access systems, operating in licensed
bands below 3.5 GHz, optimized for I1P-data transport, with peak data rates per
user in excess of 1 Mbps. It supports various vehicular mobility classes up to 250
Km/h in a MAN environment and targets spectral efficiencies, sustained user data
rates and numbers of active users that are all significantly higher than achieved
by existing mobile systems.”

In addition, a table (provided in Item 18) ligs “additiona information on ar interface
characteristics and performance targets that are expected to be achieved.”

Characteristic Target Value

Mobility Vehicular mohility classes up to 250 knvhr (as
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defined in ITU-R M.1034-1)

Sustained spectral efficiency > 1 b/s/Hz/cdll
Peak user data rate (Downlink (DL)) > 1 Mbps*
Peak user data rate (Uplink (UL)) > 300 kbps*
Peak aggregate data rate per ol (DL) | > 4 Mbps*
Peak aggregate data rate per cell (UL) | > 800 kbps*
Airlink MAC frame RTT <10 ms

Bandwidth

eg., 1.25 MHz 5 MHz

Cell Szes

Appropriate for ubiquitous metropolitan area
networks and capable of reusing existing
infrastructure.

Fpectrum (Maximum operating
frequency)

< 35GHz

Soectrum (Frequency Arrangements)

Supports FDD (Frequency Division Duplexing)
and TDD (Time Division Duplexing) frequency
arrangements

Foectrum Allocations

Licensed spectrum allocated to the Mobile
Service

Security Support

AES (Advanced Encryption Standard)

* Targets for 1.25 MHz channel bandwidth. This represents 2 x 1.25 MHz (paired)
channels for FDD and a 2.5 MHz (unpaired) channel for TDD. For other bandwidths, the

data rates may change.
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1 2 Overview of Services and Applications (Closure Proposed)

2
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4
5 The 80220 Air-Inteface (Al) shdl be optimized for high-speed IP-based data services
6 oOpeating on a digtinct data-optimized RF channel. The Al shal support compliant Mohile
7  Termind (MT) devices for mobile users, and shdl enable improved performance reative to
8  other systems targeted for wide-area mobile operation. The Al shal be designed to provide
9  best-in-class performance attributes such as peak and sustained data rates and corresponding
10 spectrd efficiencies, system user capecity, ar- inteface and end-to-end latency, overdl
11 network complexity and qudity-of-service management. Applications that require the user
12 deviceto assumetherole of aserver, in aserver-client modd, shall be supported aswell.

13 Applications: The Al dl shall support interoperability between an IP Core Network and IP
14 enabled maobile terminals and applications shall conform to open standards and protocols. This
15 dlows gpplications including, but not limited to, full screen video, full graphic web browsing, e-
16 mail, file upload and download without size limitetions (eg., FTP), video and audio sreaming,
17 IP Multicagt, Telematics, Location based services, VPN connections, Vol P, instant messaging
18 and on- line multiplayer gaming.
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Alwayson: The Al shdl provide the user with “aways-on” connectivity. The connectivity from
thewirdess MT device to the Base Station (BS) shall be automatic and transparent to the user.

2.1 Voice Services (Closure Proposed)

The MBWA will support VolP services. QoS will provide latency, jitter, and packet loss
required to enable the use of industry standard Codec’s,

3 System Reference Architecture (open)

3.1 System Architecture (open)

The 802.20 systems must be designed to provide ubiquitous mobile broadband wireless access
in a cdlular architecture. The system architecture must be a point to multipoint system that
works from a base gation to multiple devices in a non-line of sight outdoor to indoor scenario.
The system must be designed to enable a macro- cdlular architecture with alowance for indoor
penetration in a dense urban, urban, suburban and rurd environment.

Editors Note Diagram in Appendix B
Action: Change the notations in the bubbles to point to the rel evant
section of the text (or renove the bubbles). <John Fan 7/23/03>

Deleted: When the bandwidth
required for acall cannot be reserved,
the system will provide signaling to
support call blocking.

The Al shdl support a layered architecture and separation of functiondity between user, data
and control planes. The Al mugt efficiently convey bi-directional packetized, bursty 1P traffic
with packet lengths and packet train tempora behavior consgtent with that of wired IP
networks. The 802.20 Al shall support high-gpeed mohility.

"

3.1.1 MBWA System Reference Architecture (open)

311 MBWA Svstem Reference Architecture

/{ Deleted: <sp>

_—-"{ Formatted: Bullets and Numbering}

To facilitate a layered approach, the 802.20 specification shall incorporate a reference partitioning
model consisting of the MAC and PHY'. This layered approach shall be generally consistent with other
|EEE 802 standards and shall remain generally within thescope of other |IEEE 802 standards as
showninfigures 1 & 2. The standard includes PHY and MAC layer specifications with a well-
defined service interface between the PHY and MAC layer. To provide the best possible
performance, the MAC layer design is optimized for the specific characteristics of the air interface
PHY.

08l IEEE 802 LAN & MAN
Refarance Model Referanca Model
LLC: Logical Link Confral
Application MALC: hbedium Access Contral
LSAP:  Link Sarvice Accass Point
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Figure 1—IEEE 802 RM for end stations (LAN&MAN/RM)
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* Formarty IEEE Sid 80214

.<Mark Kicia anuvuaiiic vvnou ireonvo-

MBWA-Specific Reference Model

The 802.20 reference model consists of two maor functiond layers, the Data Link Layer

(DLL) and the Physical Layer (PHY).

|nf0rmat| on from the CS pavload

The MAC Common Part Sublayer (CPS) provides the core MAC functionality of system access, bandwidth

alocation, connection establishment, and connection maintenance. It receives data from the various CSs,

/{ Formatted: German (Germany) }
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through the MAC SAP, classified to particular MAC connections. QoS is applied to the transmission and
- E -

The MAC also contains a separate Security Sublayer providing authentication, secure key exchange, and
encryption.

Data, physical layer control, and statistics are transferred between the MAC CPS and the physical layer
(PHY) viathe PHY SAP.

| propose to adopt the MBWA-Specific Reference Mddel and its

expl anation fromthe attachment, that will replace 5.1.1.

Reasons for that are:

- 802.1 bridging, in Fig. 2, is actually beyond the standard,;

including it in the standard scope will nmke the radio behave as a
Et hernet bridge and will have inplications in frane headers (look at
802.11 MAC, carrying if | remenber well, up to four Ethernet addresses

in the frame header);

- 802.1 Managenent, in Fig. 2 is actually insufficient for access
systens, being suitable only for LAN and W.AN systens;

- Security functions are not shown;

- Managenent functions and their interaction with
MAC/ PHY/ Security i s not shown;

- PHY interaction with the radi o deploynment is not shown.

<Mari anna 7/29/03>

//{ Formatted: Bullets and Numbering]

3.1.2 layer1to Layer 2 Inter-working (Closure Proposed)

The interface between layers 1 and 2 is not an exposed interface; it may be handled at the
implementer’ sdiscretion

3.2 Definition of Interfaces (Closure Proposed)

Open interfaces: The Al shdl support open interfaces between the base dation and any
upstream network entities. Any interfaces that may be implemented shall use IETF protocols as
appropriate. Some of the possible interfaces areillustrated below.

10
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MBWA Interfaces

Net wor k
Interfaces User
10/ 100BT Ar ) Interfaces
G gE ___—1___—__ Ar Ethernet
DSl Interface I nterface péﬁgm
DS3 RF < 3.5GH# Handset
ac3
Mobile Terminal

Base Station

4 Functional and Performance Requirements (open)

4.1 System_(open)

4.1.1 System Gain and Spectral Efficiency will be discussed time to be set“section to be
provided by Arif Ansari, Reza Arefi, Jim Mollenauer, and Khurram Sheikh”. (open)

The system gain shall be at a minimum 160dB for all devices and terminals at the average per user
data rates specified in section 4.1.7 (DL >= 512 Kb/s, UL >= 128 Kb/s) using a 1.25 MHz carrier.

The system qain is defined as the maximum allowable path Ioss expressed in_decibels (dB), that

a blterror rate of 10e 6 for both the uphnk and downllnk paths. »

Rationale

The system gain requirement must be specified in order to guantify the maximum allowable path
loss in_considering various vendor propos als without considering specifics regarding a particular
implementation or network topology.

<Neka C. Hicks 7/28/03>

The 802.20 air_interface specification is required to provide appropriate means to enable future
implementations of 802.20 to maximize their system gain as defined below. This can be achieved
through a combination of factors including receiver threshold for specific modulation schemes at

«“/{ Formatted: Bullets and Numbering}
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specified bit_error_probability. It is expected that numerical values for system gain and related
parameters be provided in the air interface evaluation criteria process.

The system gain is defined as the difference, in dB, between transmitter power output at the base
station and the receiver threshold (sensitivity) at the mobile terminal.

Rationale

Defining system gain through maximum allowable path loss (a link budget term), as Neka provided,
has the problem of becoming deplovment specific since it mcludes antenna gains and cable losses,

gain. The deflnltlon provided here makes it only dependent on the transmltter power and the receiver

design for specific modulatlon specmc Eb/No reqwrement and specific blt error rate, all of which are

expect the same svstem gain for QPSK and 64OAM AIso itis not favorable to set the requlrement

for onIv one scenano (e.q., lowest order modulation, or averaqe rates etc)). Consequentlv. the

the actual numbers to the Droposal evaluation process.

//{ Formatted: Normal

<Arefi Reza 8/1/03>

4.1.2 Spectral Efficiency (bps/Hz/sector) (open)

Rewriten to accommodate Michael Y oussefmir comments along with perceived meaning and Jim Landons
contribution. Michael Y oussefmir to supply definition of expected agaregate throughput for Apendix B.

Sustained spectral dficiency is computed in a loaded multt cellular network setting. It is defined
as the ratio of the expected aggregate throughput (taking out all PHY/MAC overhead) to all
users in an interior cdl divided by the sysem bandwidth. The sustained spectra efficiency
cdculation shall assume that users are digributed uniformly throughout the network and shdll
include a specification of the minimum expected data rate/user.

Downlink > 2 bps/Hz/sector
Uplink >1 bps/Hz/sector

Comment

Action: Change to downlink sustained spectral efficiency of >1
bps/ Hz/ sector, as stated in the PAR Renpbve the nmention of uplink
sustai ned spectral efficiency.

Rati onal e: The nunbers that appear in the Requirenents Docunent for
sustai ned spectral efficiency should match the PAR The PAR is the
defining docunent we have today for 802.20 and there clearly was no
consensus on the new proposed nunbers at the plenary. The degree to
which the PAR requirenments are exceeded can be incorporated in the
evaluation criteria for the Al proposals.

Deleted: <#>Link Budget

Link budget has been proposed at 150-
170, 160-170 and removed. |

The system link bud get shall be 160-
170 dB for al devices and terminals at
the datarates specified in the earlier
section assuming best practices in
terms of base station design, user
terminal design, and deployment
techniques. |

Formatted: Bullets and Numbering
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<John Fan 7/23/03>

4.1.3 Frequency Reuse (open)

The Al shall support universal frequency reuse. The Al should allow
al so for system deploynent with frequency reuse factors of less than or

greater than 1._<John Fan 7/23/03>

Proposed Deleted text ‘\

“universal frequency reuse but also allow for system deployment with frequency reuse factors of less than
or greater than 1”

Proposed New text

The Al shall support any frequency reuse scenario with N >= 1.

Frequency reuse (N) is defined as the total number of sectorsin a given configuration divided
by the number of times that the same frequency is reused.

Rationale

This change is recommended in an effort to provide alittle more clarity.

<Neka Hicks 7/29/03>

Proposed New text
The Al shall support any frequency reuse scenario,
basis, with N <= 1.

on _a per sector

Frequency reuse (N) is defined as the reciprocal of the nunber of tines
a frequency can be used in a single sector, recognizing that an omi-
directional cell is referred to as a "single sector" cell.

Rational e
This change is recommended in an effort to provide a little nore
clarity.

<Joanne Wilson 7/29/02>

4.1.4 Channel Bandwidths (open)
Unresolved

The Al shdl support channd bandwidths in multiples of 5SMHz in downlink and the uplink.
Action: This section should be stricken.

Rational e: The current text requires "nultiples of 5 MHz" for

Deleted: The Al shall support
universal frequency reuse but also allow
for system deployment with frequency
reuse factors of less than or greater
than 1.
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Beyond that, a 5 MHz mi ni num bandwi dth would linmt the applicability of
the MBWA Al in many of the available |icensed bands bel ow 3.5 GHz.

<John Fan 7/23/03>

4.1.5 Duplexing_(open)

The Al shdl support both Frequency Divison Duplexing (FDD) and Time Divison Duplexing
(TDD) The TDD varlant of the air interface should |nc| ude support for cell radii up to 5 miles (8 km). There

the radl us to 10 mlles (16 km),

Formatted: Normal

Rationale

The guard time defined within 2 TDD frame is directly related to the maximum distance thet is
supported between the BTS and CPE.

<Neka Hicks 7/29/03>
| do not think it is necessary for the requirenents docunent to set a
predeterm ned m ni rum on the maxi mumrange for a TDD systemor to
prescribe how a TDD system should extend its cell range fromthis val ue
Qbviously, cell range is an inportant factor in the overall system
cost and the | arger the supportable cell range the better. Cell range
is included anpng the evaluation criteria and so the nmaxi num supported
cell will be a natural output as each proposal systemis evaluated in
addition to system capacity, coverage, data rates etc

Presently, the requirenent within the PARis that the MBWA is,
" Appropriate for ubiquitous netropolitan area networks and capabl e of

reusing existing infrastructure". | believe this is adequate for the
requi rements docunment and the evaluation criteria could assess the
ability of the different proposals to address this requirement. In that

context, proposals supporting larger cell ranges would be eval uated nore
favorably than others.

M ke

4.1.6  Mobility _(Closure Proposed)

The Al shdl support different modes of mohility from pedestrian (3 kmv/hr) to very high sp%d
(250 km/hr), As an example, data rates gracefull

speed mohility.

4.1.7 Aggregate Data Rates — Downlink & Uplink_(open)

Deleted: Sprint
Michael Youssefmir from Arraycomm asked the previous two tables be stricken. hurram_Sheikh

contributed the following table for 5 MHz channels in line with the spectral efficiency above. Kei Suzuki
believes the numbers were not reflective of the Par. Shall the PAR be minimums?

//{ Formatted: Font: 12 pt

Deleted:
for only one mode

but shall not be optimized

Deleted:
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The aggregate data rate for downlink and uplink shall be consstent with the spectra efficiency.
An example of a5MHz FDD channd is shown in Table 1 below.

Description Downlink Uplink
Outdoor to | ndoor > 10 Mbps/Sector > 5Mbps/Sector
Expected Aggregate Data
Rate

TDDAgregate Data RateExample 160AM Weighted

Description Downlink Uplink
Outdoor to Indoor > 10 Mbps/Sector > 5Mbps/Sector
Expected Aggregate Data
Rate

<Submitted Bill Y oung 7/22/03>

Action: Renove this table.

J//‘{ Deleted: Average

‘,,/{ Formatted: Centered

/{ Formatted: Font color: Black

)

Rational e: The sustained spectral efficiency is defined as >1

b/ s/ Hz/sector in the PAR, so that the expected aggregate data rates
shoul d be >5 Mops/sector. Hence, the nunbers in this table are not
consistent with the nunbers in the PAR  This issue of expected
aggregate data rates shoul d be addressed in the evaluation criteria.

Action: Renpve the sentence "Average user data rates in a | oaded system
shall be in excess of 512Kbps downlink and 128Kbps uplink. This shall
be true for 90% of the cell coverage or greater."

Rati onal e: These expected per-user data rates are ill-defined because as

di scussed on 7/23/03 they depend on the overall conbination of coverage
and aggregate capacity and system depl oynent. Expected per-user rates
are not an intrinsic characteristic of the system This issue of
expected per-user data rates should be addressed in the eval uation
criteria. <John Fan 7/23/03>

Regarding Average Aggregate Data Rage specification definition, | would like to raise simple

question.

Currently, Description of Rev.5 (DL: 10Mbps / UL 5Mbps) and new proposal from Mr. Bill Young

(DL:7 Mbps / UL 4 Mbps) is not same ratio of Downlink and Uplink as PA peak user data rate and

Peak aggregate data rate per cell

15
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PAR peak data rate DL:UL > 1Mbps : >300Kbps =10 :3
PAR aggregate data rate DL:UL > 4Mbps : >800Kbps =10: 2

Requirements Rev.5 Average Aggregate data rate  >10Mbps : > 5 Mbps = 10
:5
New proposal from Mr. Bill young DL:UL >7Mbps : >4 Mbps = 10:6

To respect peak data rate in PAR and in Rev. 5 description , | think we may need to keep same
ratio of DL and UL because it is difficult to explain this umbalance description between peak data

rate and Average Aggregate data rate

Average Aggregate Data Rage DL:UL =10 Mbps : 3 Mbps or 7Mbps: 2.1
Mbps
< Kazuhiro Murakami 7/24/03> /{ Formatted: Font color: Black ]

Can you expand on why you specify the per user data rates in terms of a
specific nodul ati on bandwi dt h? Wiy not specify the throughput without
the bandwi dth constraint?

<Wal t er Rausch 7/31/03>

(/—{ Formatted: Bullets and Numbering ]

4.1.7.1 User Data Rates - — Downlink & Uplink_(Closure Proposed)

The Al shall support pesk per-user data rates in excess of 1 Mbps on the downlink and in
excess of 300 kbps on the uplink. These peak data rate targets are independent of ¢annd
conditions, traffic loading, and system architecture. The peak per user data rate targets are less
than the peak aggregate per cdl data rate to alow for design and operationa choices.

Average user data rates in a loaded system shal be in excess of 512Kbps downlink and
128K bps uplink. Thisshall be true for 90% of the cell coverage or grester.

Deleted: SprintDavid McGinniss

4.1.8 Number of Simultaneous Sessions _(open) added adefinition |

Formatted: Bullets and Numbering

_Jm L andon added a definition

Inserted: David McGinniss

Deleted: Sprint added a definition.

100 sessions i carier for a 5SMhz system. “Simultaneous’ will be defined as the number
adtive-state Mohile Termind having undergone contention/access and scheduled to utilize Al
resources to transmit/Receive data within a 10 msec time interval.

Action: Change title to "Nunber of Sinmultaneous Active Users"

Deleted: >

Formatted: Font: 12 pt

Formatted: Justified, Space Before
Rational e: The term "session" is inappropriate since it is not clear 12 pt, Nobullets or numbering

what it refers to, e.g., TCP session, application session, etc. Also,

)
)
)
Inserted: Sprint added a definition. }
)
i
)

AN

Formatted: Font: Times
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the intent of the current text seens to be to place a m ni num
requi rement on the number of users that are able to access the system at
low [ atency. This is also the intent and definition of active users.

Action: Use the definition of active user given in the Appendix.

Text: "The system shoul d support > 100 sinultaneous active users per
carrier. An active user is a terminal that is registered with a cell
and is using or seeking to use air link resources to receive and/or
transnmit data within a short time interval (e.g., within 50 or 100 ns)."

» <John Fan 7/23/03> *"‘"‘{ Formatted: Bullets and Numbering]

4.1.9 Latency (open)

The system shdl have a one-way target latency of 20 msecs from the base gtation to the end-
device when the system is under load.

The Al ddl minimize the round-trip times (RTT) and the vaidion in RTT for
acknowledgements, within a given QoS treffic clasg, The RTT over the airlink for aMAC data J/{ Deleted: , over the air interface |
frameis defined here to be the duration from when a data frame is received by the physicd layer \{ Deleted: . ]
of the trangmitter to the time when an acknowledgment for that frame is received by the
trangmitting gation. The arlink MAC frame RTT, which can dso be cdled the “ARQ loop
delay,” shdl be lessthan 10 ms. Fast acknowledgment of data frames alows for retransmissons
to occur quickly, reducing the adverse impact of retransmissions on |P packet throughput. This
particularly improves the performance of gaming, financia, and other rea-time low latency
transactions.

Action: Renobve the sentence: "The systemshall have a one-way target

| atency of 20 nmsecs fromthe base station to the end-device when the
systemis under |oad."

Rationale: This is attenpting to reflect the |atency for applications,
which may be better to evaluate in the evaluation criteria, since it
wi Il depend on traffic nodels, QoS of individual users and | oad
conditions. It is appropriate to specify latency fromthe tinme that a
packet is delivered fromthe transmtting-side MAC until the tinme that
it is received at the receiving side MAC. This is reflected in the
second paragraph describing the ARQ | oop del ay.

<John Fan 7/23/03>

4.1.10 Packet Error Rate (open)

Joseph Cleveland to provide initid exploder response.

The physicd layer shdl be capable of adapting the modulation, coding, and power levels to
accommodate RF sgnal deterioration between the BS and user terminas. The air inteffaceshal
use appropriate ARQ schemes to ensure that error rates are reduced to a suitably low Ievqi~n_/{ Deleted: s ]
order to accommodate higher level IP based protocols (for example, TCP over IP). The
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packet error rate for 512 byte |P packet shal be less that 1 percent after error correction and
before ARQ.

The physical layer shall be capable of adapting the modulation, coding, and power levels to
accommodate RF signal deterioration between the BS and user terminals. The air interface shall

to accommodate higher level IP_based protocols (for example TCP over IP) If the rece|ved Eb/No

exceeds the minimum required vaIue for reliable reception as specified in Section 4.2.1, the packet

correctlon and before ARQ W|th a 95% conﬂdence

<. Q_Sgp[] Clevland 7/23/03>

Action: Renpbve the sentence "The packet error rate for 512 byte IP
packet shall be less that 1 percent after error correction and before

ARQ'

Rational e: The current text mixes various |evels: the packet is at the
IP level (which may consist of nultiple air interface packets), while
the requirenent is placing limts on air interface performance before
ARQ.

Any packet error rate for IP needs to be after the link-layer ARQ, since
this link-layer ARQ woul d be used in the system In this context, it
woul d

nmeke nore sense to use the frane error rate rather the packet error
rate, and the frame error rate requirement could be stated before ARQ

Fromthe requirenments point of view, the existing text without this
sentence al ready captures what is required of the system

<John Fan 7/23/03>

is caIIed connectlonless connectlon ICMP packets WhICh use |IP are connectionless.
At_some point_we WI|| deflne voice packets (ok VOIP) as connectlonless since these

v0|d So we need to deflne when we use ARQ and When not. Or do we look at our satelllte
friends and use Forward Error Correction. _Then we assume we have one chance to get the

someone saying the proposed channel is so flaky that we cannot rellablv transfer data.

Another example of a non ARQ physical layer is ATM (ok | bit my tongue).

<Alan Chikinsky 7/24/03>
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4.1.11 Frame Error Rate

«J
A

Formatted: Font: (Default)
Helvetica,Fontcolor: Auto

A

The physical layer shall be capable of adapting the modulation, coding, and power levels to
accommodate RF signal deterioration between the BS and user terminals. The air interface may
use appropriate ARQ schemes to ensure that error rates are reduced to a suitably low level in order
to accommodate higher level IP_based protocols (for example, TCP over IP). The frame error rate
shall be less than 1 percent, with 95% confidence, after channel decoding and before any link-level
ARQ, measured under conditions specified in Section xx,

Rationale

The purpose of the requirement is to specify the physical layer performance for delivery of data
frames for upper protocol layers by the air interface. It is not written as a RF sensitivity requirement,
which is covered in the RF section (4.2.1). The RF sensitivity requirement will specify the Eb/No,
channel model, etc.

<Joseph Clevland 7/24/03>
I . Ki . K .

But I still have two concerns on the current requirement statement of
4.1.10 packet error rate.

One:

If 1 understand the desciption of 4.1.10 subsection correctly,

the mentioned packet errors mean errors over the air.

In this case, packets from the higher layer are segmented usually at MAC
(Multiple Access Control) layer into frames in a certain size

for the efficient transmisson over the radio channel.

The terminology of Frame Error Rate(FER) would be better than

Packet Error Rate(PER).

<Jin Weon Chang 7/28/03>

| see that this discussion is noving into specific design requirenents
such as frane length instead of addressing functional requirenents.

1) An FER requirement seens to be irrelevant absent the specifics of the
desi gn and woul d have different performance inplications for different
designs. As Jheroen pointed out a specific requirenment such as 1% wll
bias the requirenent to shorter frames, and, as your response indicates
we rapidly have to go down the path of specifying frane |l engths to nake
the requi renent have neaning. | think we are far better off having the
requi renents docunment focus on high level functional requirenments and
not specify specifics such as frane | ength.

2) As Jinweon pointed out tuning of FERs has performance inplications in
trading of f throughput and | atency. For latency insensitive data, the
"FER can be less strict in order to nmaxim ze throughput over the air",
and for other data, the "FER needs to be tightly controlled below a
certain threshold". Again | therefore think it is premature to define a

specific FER

For these reasons, | continue to believe that we should renpve the
specific FER value and therefore delete the sentence:
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"The frame error rate shall be less than 1 percent, with 95% confi dence,
after channel decoding and before any link-Ilevel ARQ neasured under
condi tions specified in Section xx."

M ke
ArrayConm | nc.

Specifying frame length is certainly outside the scope of the functional requirements
document.
Reza

| agree that the MAC/PHY must be able to handle various application requirements in terms of data
loss/error rates etc in a flexible manner. However, given the IP -centric nature of system, it might be
better for application QoS requirements such as these to be framed in a more unified and
comprehensive manner through use of the diffserv architecture (for which there seems to be broad
support in the group).

<Samir Kapoor 8/3/03>

Jim's text "The Air Interface (PHY +MAC) shdl include mechanisms to dlow negotiating a
range of latency vs. datalosserror rates subject to application types." seems closetoided. The
only possible change could be "control”

ingtead of "negoatiation” (which is aparticular type of control; eg. configuration is another type).
Argumentation for having DiffServ [or another specific mechanism of QoS control] seems not
ufficient.

We have to differentiate between "I P centric' and "|P-aware’. There seemsto be awide
consensus about | P-centric"

meaning MAC/PHY optimized for transferring traffic with characteristics smilar to thosewe
used

to seein IP traffic [bursty nature, nlPP models, ... etc.]. "1P-awareness' would mean that
virtualy every 802.20 device

should operate as | P host with functions like DiffServ [or IntServ or RSVPor MPLS, ...
endlesslid]. | don't think,

| P-awarness would gain serious support - business of |EEE 802 wirdessis MAC/PHY. We
may learn from another groups and concentrate on MAC/PHY with possible addition of
classification of non-802.20 data units (Ethernet packets, 1P datagrams etc.). Classifier looks
at certain fields of |P datagram, for example, et TOS field, and decides whether certain
MAC/PHY rule[eq. lower dday with less redrictions on FER] is icable to the dat

Such approach does not preclude from further development of complimentary standard

that may point e.g. to DiffServ

as arecommended QoS control protocol; but such astandard should be separated

from MAC/PHY specifications.

Example of complimentary standard: PacketCable [for DOCSIS MAC/PHY]

<Vladimir Y anover 8/4/2003>

a
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4.1.12 Supoport fogMulti Antenna Capabilities_(Closure Proposed)

« Deleted: Use of }
Formatted: Bullets and Numbering]

Interconectivity at the PHY/MAC, will be provided at the Base Station and/or the Mohile

/{ Deleted: Support }

Termind for advanced multi antenna technologies to achieve higher effective data rates, user
capecity, cdl szesand rdiahility._As an example, MIMO operation,,

/{ Deleted: 1 }

4.1.13 Antenna Diversity (open)

At a minimum, both the Base Station and the Mobile Termind shdl provide two dement
diversity. Diversity may be anintegra part of an advanced antennasolution.

Action: Change to j8The Base Station shall provide antenna diversity.
Diversity may be an integral part of an advanced antenna sol ution.
Antenna diversity shall not be a requirenment of the nobile station.”

Rationale: This requirenment is a vendor specific inplenentation
requi renent, and not related to the MAC/ PHY Also this material was not
introduced with a rationale. In fact, Rev3 of the docunent contained the

,_..//{ Formatted: Bullets and Numbering}

text j8Antenna diversity shall not be a requirenent of the nobile
station.i” We should leave it up to vendors/operators who understand the
cost/formfactor tradeoffs whether they support user term nal diversity.
For exanple, there is a wide variety of 802.11 cards sone have
di versity/some do not.
<John Fan 7/23/03>
4//{ Formatted: Bullets and Numbering}

4.1.14 Best Server Selection (open)

In the presence of multiple available Base Stations, the system Phy/MAC will select the best
sarve based upon system loading, signa strength, capacity and tier of service. Additiona

weighting factors may aso include back haul loading and least cost routing,Jm Landon, David

McGinniss, Wdter Rausch, and Khurram Shelkh

Action: Delete entire section
Rationale: This material was not introduced with a rationale.
<John Fan 7/23/03>

Deleted: Network availabilityf
It has been proposed this be deleted as
an operator Sprint

Deleted: feelsitisaminimum
targetq

The end to end system availability

« shall be 99.9%.

4.1.15 QoS (open)

The Al shall support the means to enable end-to-end QoS within the scope of the Al and shall
support a Policy-based QoS architecture. The resolution of QoS in the Al shall be consstent
with the end-to-end QoS at the Core Network level. The Al shdl support IPv4 and IPv6
enabled QoS resolutions, for example using Subnet Bandwidth Manager. The Al shal support
efficient radio resource management (alocation, maintenance, and release) to satisfy user QoS
and policy reguirements

Action: Del ete phrase j&for

exanpl e, using Subnet Bandw dth Manager. "

ﬁ Formatted: Bullets and Numbering}

Deleted: O }
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Rational e: Subnet bandw dth manager (SBM, defined by RFC 2814, Formatted: Left, SpaceBefore: 0
addresses the issue of IntServ RSVP bandw dth reservation over |ocal pt, Don't adjust space between Latin
area networks. Bandwi dth reservation is not a meaningful concept wth and Asiantext, Don't adjust space

non- det ermini stic physical layers such as one woul d expect to see in a betweenAsian text and numbers

mobil e radio system Section 4.4.1 of this docunent, noreover, calls for
a DiffServ QoS nodel.<John Fan 7/23/03>, /‘ Formatted: Font: (Default) Courier

New
] Formatted: Font: Times, 10 pt ]
introduction Formatted: Normal }

This section proposes a set of QOS requirements as well asarationale for the recommendation.

//{ Formatted: Normal }

Rationale

Different services require different levels of resource utilization and hence a multi service system must be
able to manage resources to ensure acceptable service quality. QoS and CoS are utilized by operators as
means to provide service differentiation levels to reflect services which require different levels of system
resources. The key goal is to enable a business model, which allows more valuable or resource intensive
services to be differentiated (usually through tiered pricing) from services, which do not require as many
system resources.

radio svstems lefServ prowd&sa framaNork for ratellmltlnq% e.0., to permit an operator to offer services

tiered by data rate % precedence, latency and jitter management. Proposal

802.20 protocols shall provide mechanisms for quality of service (QOS). The 802.20 protocol standards shall
define the interfaces and procedures that facilitate the configuration and enforcement of QoS policies, which
operators may choose to implement.

The 802.20 air_interface shall support the IETF Differentiated Services (DS) Architecture to be compatible
with other IP network standards including IP_mobile standards. To this end, 802.20 shall support the
standard DiffServ_ QoS model. Some of the forwarding behaviors that should be supported by 802.20
include: Expedited Forwarding (EF), Assured Forwarding (AF), and Best Effort (BE) DS Per Hop Behaviors
(PHBS) as defined by the RFC 2597 and RFC 2598. 802.20 shall also support configuration of the PHBs by a
DS AP that shall be based on a subset of the information model defined in RFC 3289.

Formatted: Underline ]
Serviceand QoS Mapping Formatted: Normal }
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The classes of service and OoS parameters of all services may be translated |nto acommon set of parameters

the al ocatl on of resources aI onq arouted IP pth

Additional Recommendation: that Sections 4.4.1.1 through 4.4.1.16 be differed to the specifications.
Rationale:

The group felt that the level detail was reflective of specifications as opposed to requirements, which are
expressed in higher-level terms.

<BIill Young, Arif Ansari, Samir Kappor, Vince Park, Mike Youssefmir 7/24/03>

Following isthe revised QoS working submitted by Bill Y oung on Thursday, July 24th:

4.4.1 Qality of Service

802.20 protocols shall provide mechanisms for quality of service (QOS). The 802.20 protocol standards shall
define the interfaces and procedures that facilitate the configuration and enforcement of QoS policies, which
operators may choose to implement.

The 802.20 air interface shall support the IETF Differentiated Services (DS) Architecture to be compatible
with other IP network standards including IP_mobile standards. To this end, 802.20 shall support the
standard DiffServ_ QoS model. Some of the forwarding behaviors that should be supported by 802.20
include: Expedited Forwarding (EF), Assured Forwarding (AF), and Best Effort (BE) DS Per Hop Behaviors
(PHBS) as defined by the RFC 2597 and RFC 2598. 802.20 shall also support configuration of the PHBs by a
DS API that shall be based on a subset of the information model defined in RFC 3289.

Proposed revised text:

4.4.1 Qality of Service

802.20 protocols shall provide mechanisms for quality of service (QOS). The 802.20 protocol standards shall
define the interfaces and procedures that facilitate the config uration and enforcement of QoS policies, which
operators may choose to implement.
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The 802. 20 ar |nterface shall sunnort the II:_I'F D|fferent| ated Services ( DS) Archltecture to be compatible

standard lefSefv QoS model -

Some of the forwarding behaviors that shall be supported by 802.20 include: Expedited Forwarding (EF),
Assured Forwarding (AF), and Best Effort (BE) DS Per Hop Behaviors (PHBs) as defined by the RFC 2597
and RFC 2598.

Traffic Classifications for 802.20 forwarding behaviors shall include: Behavior Aggregate (BA) and Multi-
Field (MF) classifications as described in RFC 2475. MF classifications should support a broad range of
upper layer protocol fields.

Traffic Conditioners for compliance with specmed Trafflc Proﬂles that shall be supported by 802.20 include:

802.20 shall support configuration of the PHBs, MFs and Traffic Conditioner Blocksby aDS API that shall
be based on a subset of the information model defined in RFC 3289.

Rationale:

In_addition to PHBs, network operators must have the ability to classify both network microflows and
packets based on a subset of criteriafor purposes of appropriate prioritization. The system must be able to

classify in-profile or out-of-profile microflows that have exceeded or not met a predetermined bitrate, and
enforce action to include marking of diffserv field, dropping the packet(s), or delaying the packets to

bring the stream into_compliance with the traffic profile. When and if the packets/microflows are in
compliance, they may be dropped into an appropriate PHB.

<Jim Landon 7/30/03>

Following isthe revised QoS working submitted by Bill Y oung on Thursday, July 24th:

4.4.1 Qality of Service
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802 20 protocols shall provide mechanisms for quality of servr ce ( QOS). The 802.20 protocol standards shall

operators may choose to lmpl ement

The 802.20 air interface shall support the IETF Differentiated Services (DS) Architecture to be compatible
with other |P _network standards including IP_mobile standards. To this end, 802.20 shall support the
standard DiffServ QoS model. Some of the forwarding behaviors that should be supported by 802.20
include: Expedited Forwarding (EF), Assured Forwarding (AF), and Best Effort (BE) DS Per Hop Behaviors
(PHBS) as defined by the RFC 2597 and RFC 2598. 802.20 shall also support configuration of the PHBs by a
DS API that shall be based on a subset of the information model defined in RFC 3289.

4.4.1 Qality of Service

802.20 protocols shall provide mechanisms for quality of service (QOS). The 802.20 protocol standards shall
define the interfaces and procedures that facilitate the configuration and enforcement of QoS policies, which
operators may choose to implement.

Wlth other IP network standardsmcludlnq IP_mobile standards To this end 802. 20 shaII support the

standard DiffServ QoS model.

Some of the forwarding behaviors that shall be supported by 802.20 include: Expedited Forwarding (EF),
Assured Forwarding (AF), and Best Effort (BE) DS Per Hop Behaviors (PHBs) as defined by the RFC 2597
and RFC 2508,

Traffic Classifications for 802.20 forwarding behaviors shall include: Behavior Agaregate (BA) and may
include MultiField (MF) classifications as described in RFC 2475. MF classifications may support a broad
range of upper layer protocol fields.

M eters M arkers Shapers and Droppers as descrlbed |n RFC 2475

25
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802.20 shall support configuration of the PHBs, MFs and Traffic Conditioner Blocks by a DS API that shall

A SUDSEL OF the Information moael defined in i O

Rationale:

In addition to PHBs, network operators must have the ability to classify both network microflows and
packets based on a subset of criteria for purposes of appropriate prioritization. The system must be able to
classify in-profile or out-of-profile microflows that have exceeded or not met a predetermined bitrate, and
enforce action to include marking of diffserv field, dropping the packet(s), or delaying the packets to

bring the stream into compliance with the traffic profile. When and if the packets/microflows are in
ompliance, they may be dropped into an appropriate PHB

< Brnislav Meandzija 7/0/0>

Following is the revised QoS working submitted by Bill Y oung on Thursday, July 24th:

4.4.1 Qality of Service

802.20 protocols shall provide mechanisms for quality of service (QOS). The 802.20 protocol standards shall

aerine tne 1ntertaces anad Proceqaures tNal 1ac ale the conriguration anad ento ement of QoS po €S, WNICN
operators may choose to implement.

The 802.20 air interface shall support the IETF Differentiated Services (DS) Architecture to be compatible
with other |P network standards including |P_mobile standards. To this end, 802.20 shall support the
standard DiffServ QoS model. Some of the forwarding behaviors that should be supported by 802.20
include: Expedited Forwarding (EF), Assured Forwarding (AF), and Best Effort (BE) DS Per Hop Behaviors
(PHBS) as defined by the RFC 2597 and RFC 2598. 802.20 shall also support configuration of the PHBs by a
DS API that shall be based on a subset of the information model defined in REC 3289.

4.4.1 Qality of Service
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802 20 protocols shall provide mechanisms for quality of serw ce ( QOS). The 802.20 protocol standards shall

operators may choose to impl ement

The 802.20 air interface shall support the IETF Differentiated Services (DS) Architecture to be compatible
with other IP network standards including IP_mobile standards. To this end, 802.20 shall support the
standard DiffServ QoS model.

Some of the forwarding behaviors that shall be supported by 802.20 include: Expedited Forwarding (EF),
Assured Forwarding (AF), and Best Effort (BE) DS Per Hop Behaviors (PHBS) as defined by the RFC 2597
and RFC 2598. The system shall support the ability to bind error coding characteristics and/or ARQ
characteristics to aforwarding behavior.

a broad ranqe of upper layer protocol f|el ds

Traffic Conditioners for compliance with specified Traffic Profiles that shall be supported by 802.20 include:
Meters, Markers, Shapers, and Droppers, asdescribed in REC 2475.

802.20 shall support configuration of the PHBs, MFs and Traffic Conditioner Blocks by a DS API that shall
be based on a subset of the information model defined in RFC 3289.

Rationale:

enforce action to |ncI ude mark| ng of diffserv field, droppl nq the packet(s) or del avl nq the packets to A

bring the stream into compliance with the traffic profile. When and if the packets/microflows are in
compliance, they may be dropped into an appropriate PHB.
<Jim Landon 8/6/03>

4.1.16 Security (Closure Proposed)

Network security in MBWA systems shall protect the service provider from theft of service,

4
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the user's privacy and mitigate againgt denial of service attacks. Provision shall be made for <1(

Deleted: isassumed to have goals
similar to those in cellular or PCS
systems. These goals are to
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authentication of both base gation and mobile termind, for privaecy, and for data integrity
condstent with the best current commercia practice. 802.20 security is expected to be a partia
solution complemented by end-to-end solutions at higher protocol layers such as EAP, TLS,
SSL, IPSec, etc.

4.1.16.1 Access Control (Closure Proposed)

A cryptographically generated challenge-response authentication mechaniam for the user to
authenticate the network and for the network to authenticate the user must be used.

4.1.16.2 Privacy Methods_(Closure Proposed)

A method that will provide message integrity across the air interface to protect user data traffic,
as well as Sgnaing messages from unauthorized modification will be specified.

Encryption across the air interface to protect user data traffic, as well as signaling messages,
from unauthorized disclosure will be incorporated.

4.1.16.3 User Privacy_(Closure Proposed)

The system will prevent the unauthorized disclosure of the user identity.
4.1.16.4 Denial of Service Attacks (Closure Proposed)

It shal be possible to prevent replay attacks by minimizing the likdihood that authentication
signatures are reused.

It shall be possible to provide protection against Denia of Service (DOS) attacks.

4.1.16.5 Security Algorithm_(Closure Proposed)

The authentication and encryption dgorithms shdl be publicly avalable on a far and non-
discriminatory basis.

Nationa or internationa standards bodies shal have approved the algorithms.

The dgorithms shal have been extensvely andysed by the cryptographic community to resist all
currently known attacks.

4.2 PHY/RF(open)

|EEE P802.20-PD<number >/V <number>

4.2.1 Receiver sensitivity (Closure Proposed)

Blocking and sdectivity specifications shall be consstent with best commercid practice for
mobile wide-areaterminas.
4.2.2 Link Adaptation and Power Control_(open)

Integrate 4.3.1. (open)
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Deleted: <#>Handoff Support{
Handoff methods are required in
MBWA systems to facilitate providing
continuous service for a population of
moving Mobile Stations. Mobile
stationsmay move between cells,
between systems, between frequencies,
and at the higher layer between IP
Subnets. At the lowest layers,
handoffs can be classified as either soft
or hard handoffs, depending on
whether there is amomentary service
disruption or not.q

<#>Soft Handoff{

<#>Hard Handoff{

<#>Hard Handoff Between
Similar MBWA SystemsT
<#>Hard Handoff Between
Frequencies

<#>IP-Level Handoff{

Kei Suzuki Asked this be removed
Sprint would like it to be considered
even though it is above level 2
Version by Michael Y oussefmir

In supporting high speed mobility in
an al IP network, the MBWA air
interface shall be designed in a manner
that does not preclude the use of
Mobilel P or of SimplelP for the
preservation of IP session state as a
subscriber's session is handed over from
one base station or sector to another .
Multiple IP addresses behind one
terminal may also be supported. {

In order to support high speed
mobility inan all IP network Mobile
IPwill have to be supported at a
higher level. Integration of Foreign
Agent or proxy Mobile IP into the
base station or terminal will be required
to support a clientless solution.
Multiple IP addresses behind a single
terminal shall also be supported.{
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The Al shal support automatic selection of optimized user data rates that are consistent with the
RF environment congraints and gpplication requirements. The Al shal provide for graceful
reduction or increasing user data rates, on the downlink and uplink, as a mechanism to maintain
an appropriate frame error rate performance.

| —1

Link adaptation shal be used by the Al for'increasing spectrd efficiency, data rate, and cdll

Deleted

provide at least 99.9 link reliability {

: The Radio system shall

coverage reliability. The Al shal support adaptive pandwidth alocation, and adeptive power

Deleted:

peak

dlocatiion. The system will have adaptive modulation and coding in both the uplink and the
downlink

4.2.3 Performance Under Mobhility & Delay Spread (open)

Deleted:

adaptive

modulation and coding,

g

The system is expected to work in dense urban, suburban and rural outdoor-indoor

Deleted
spread

: Max tolerable delay

Deleted:

environments and the revant channd models shal be applicable. The sysem shal NOT be
designed for indoor only and outdoor only scenarios._The system should support adelay spread
of & least 5 micro-seconds.

Rationale

The maximum tolerable delay spread should be specified so that it can be determined whether various
vendor proposals can meet this criteria.

Joanne,

From nmy experience, the nax. delay spread value is an essenti al
requirenent.

The specific proposed value is resonable, and | would like to see it
reflected by the Channel nopdels.

<Mari anna Gol dhamer 7/30/03>

Marianna, | do not wish to inply that there should not be nunmbers in the
requi renents docunment. | believe that we have a fine line to walk in
eval uating each of the proposed requirenents to nake sure that

(a) It is a requirenent on the PHY or MAC | ayer, and not an upper |ayer

requirenent, and
(b) I't is a primary requirenent for a systemwhich will lead to a
successf ul

standard and successful products, as opposed to a secondary requirenent
derived fromsonme prinmary requirenent but directed toward a specific

i npl enent ati on.

or (c) the requirement is necessary for interoperability.

Note that requirenents that really belong to the upper |ayers may be
translated i nto requirements for capabilities at the MAC or PHY | ayers
to

support those upper |ayer capabilities. An exanple m ght be a special
address in the frame format that is required by the upper layers to
execut e

a required feature.

N
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| believe that a list of requirenments docunent

|EEE P802.20-PD<number >/V <number>

that adheres to these

guidelines will have significant quantitative specifications to be used

for
eval uating the various choices.

Best regards.

<Robert D. Love 7/31/03>

4.2.4 Duplexing — FDD & TDD (Closure Proposed)

The 802.20 standard shal support both Frequency Division Duplex (FDD) and Time Divison

Duplex (TDD) frequency arrangements.

4.3 Spectral Requirements (Closure Proposed)

The system shall be targeted for use in TDD and FDD licensed spectrum dlocated to mohile
sarvices below 35GHz. The Al shdl be designed for deployment within exiging and future
licensed spectrum below 3.5 GHz. The MBWA system frequency plan shdl include both paired
and unpaired channd plans with multiple bandwidths, eg., 1.25 or 5 MHz, etc,, to dlow ©-
deployment with exigting cdlular sysems. Channd bandwidths are consstent with frequency

plans and frequency dlocations for other wide-area systems

The design shdl be readily extensible to wider channels as they become available in the future.

4.4 ) ayer 2 MAC (Media Access Control) (open)

4.4.1 Quality of Service and the MAC_(open)
Several submissionsfor QOS have been sent now.

Michael Y oussefmir wrote'

"The 802.20 air interface shall support standard Internet Differentiated

Services (DS) QoS to be conpatible wth other

nobi | e net wor k st andar ds

such as 3GPP2. |In particular, 802.20 shall support the standard

Expedi ted Forwarding (EF), Assured Forwardi ng

(AF), and Best Effort (BE)

DS Per Hop Behaviors (PHBs) as defined by the RFC 2597 and RFC 2598.
802. 20 shall also support configuration of the PHBs by a DS APl that

shal | be based on a subset of the infornmation nodel

The 802.20 air interface will provide an APl to higher |layer entities

for the purpose of requesting QoS attributes on a per-session basis.
interface to inform hi gher
layer entities whether a particular QS request is to be honored. It is

APl will also provide a nechanismfor the air

Deleted: <#>Adaptive Modulation
and Coding"

The system will have adaptive
modulation in both the uplink and the
downlinky

<#>Layer 1to Layer 2 Inter-
working¥

The interface between layers1and 2is
not an exposed interface; it may be
handled at the implementer’s
discretion.
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Deleted: <#>MAC Error
Performance

The packet error rate (PER), after
application of appropriate error
correction mechanism (e.g., forward
error correction) but before ARQ,
delivered by the PHY layer to the
MAC layer, must meet a requirement
of 1% for tests conducted with 512
byte packets. Theratio of MAC
protocol services becoming available
to unavailable must e 99.9% of the
time, provided the system and radios
receive adequate power 100% of the
timey

<#>Latencyf

Delaysare derived from filters, frame
alignment, time-slot interchange,
switch processing, propagation,
packetization, forward error
correction, interleaving,
contention/access, queue depths, or
any other lapse in time associated with
transmission on the wireless medium.
Synchronous services, such as TCP
applications or Vol P require short,
predictable (i.e., constant) delay. 1
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4.4.1.6 _Support/Optimization for TCP/IP_(open)

The MAC protocol shdl provide an efficient method of TCP acknowledgement transmission in
such away that does not hinder the ability of a system to deliver pesk per-user capecity.

In the event the Base Station terminates the last-mile |P session, the TCP stack must support
Explicit Congestion Natification as defined by RFC3168. At no time will the Base Station
block packets classified with the ECN flag.

4.5 Layer 3+ Support(open)
The system must support both |Pv4 and 1Pv6.

4.5.1 Handoff Support (Closure Proposed)

Handoff methods are reguired in MBWA systems to facilitate providing continuous service for a
population of moving Mobile Stations. Mobile gations may move between cdlls, between
systems, between frequencies, and at the higher layer between IP Subnets. At the lowest
layers, handoffs can be classfied as ether soft or hard handoffs, depending on whether there is
amomentary service disruption or not.

4.5.1.1 Make before Break Handoff (Closure Proposed)

4.5.1.2 Break before MakeHandoff (Closure Proposed)

4.5.1.3 Make before Break Handoff Between Similar MBWA Systems (Closure Proposed)

4.5.1.5 IP-Level Handoff (open)

Kei Suzuki Asked thisberemoved. Sprint would likeit to be considered even though it is above level 2.

Version by Michael Y oussefmir

In supporting high speed mobility in an dl IP network, the MBWA ar interface shdl be
designed in a manner that does not preclude the use of MobilelP or of SmplelP for the
preservation of IP session state as a subscriber's session is handed over from one base station
or sector to another.

Multiple | P addresses behind one termind may also be supported.

a
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4.5.2 802.10 tagging (open) Formatted: Font: Helvetica
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802.1QAtagging must be supﬁorted by the system (such that network egress traffic can be \{

Formatted: Font: Helvetica

switched by a L2 device to the appropriate L 2 termination device for managing backbone traffic
or digtinguishing traffic for wholesde partners in awholesae environment).

802.10Q taggi ng nust be supported by the system (such that network egress
traffic can be switched by a L2 device to the appropriate L2 term nation
devi ce for managi ng backbone traffic or distinguishing traffic for

whol esal e partners in a whol esale environnent). CPE software upgrade
.push. . an operator should have the ability to .push. a software
upgrade to CPE that are currently connected to the network. The packets
that make up the software image should be given a very high priority and
shoul d be coded heavily such that they have a very high chance of
arriving error free at the CPE. The CPE shoul d be capabl e of holding 2
software | oads (the existing one and a new one) such that an operator
can ensure that the .new. software |oad has arrived safely at the CPE
before deciding to switch fromthe .old. software load to the .new

sof tware | oad

Rati onal e

It is very inportant for operators to be able to manage traffic on the
backbone for different custoner types (business vs. residential) or to
enter into whol esal e arrangenents whereby the whol esal e partner provides
the CPE to the end user, but the network is owned and nmi ntained by the
operator. In this scenario, the operator needs to have the ability to
separate traffic from CPE bel onging to each whol esal e partner and direct
that traffic to each whol esale partner independently. It is very
inportant (particularly during the early deploynent stage) that
operators have the ability to .push. out new software | oads to CPE
quickly and efficiently to ensure network el enment software upgrades can
efficiently coincide with user CPE software upgrades

<M ke Youssefari 8/1/03>

G ven the unspecified nature of the network architecture in which a .20
air-interface would plug in and the nunber of ways by which different
users' traffic can be partitioned at Base Stations/other elenents in the
network infrastructure, its not clear if specifically using 802.10Q VLAN
tags ought to be a requirenent, particularly a binding one. So | would
second M ke' e suggestion to not have it so

Regardi ng software push, software |oads etc, since these pertain nore
generally to the managenent/adnmin of the user terminal and not to the
desired behavior of the MAC/PHY itself, we should not be specifying them
in this requirements docunent. Regards

<Samr 8/3/03>
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4.5.3 CPE software upgrade “push” (Closure Proposed)

CPE software upgrade “push” — an operator should have the ability to “push” a software
upgrade to CPE that are currently connected to the network. The packets that make up the
software image should be given avery high priority and should be coded heavily such that they
have a very high chance of ariving error free a the CPE. The CPE should be cgpable of
holding 2 software loads (the existing one and a new one) such that an operator can ensure that
the “new” software load has arrived safely at the CPE before deciding to switch from the “old”
software load to the “new” software load.

Rationale

It is very important for operators to be able to manage traffic on the backbone for different customer types
(business vs. residential) or to enter into wholesale arrangements whereby the wholesale partner provides
the CPE to the end user, but the network is owned and maintained by the operator. In this scenario, the
operator needs to have the ability to separate traffic from CPE belonging to each wholesale partner and
direct that traffic to each wholesale partner independently.

It isvery important (parti cularlv durlnq the early denlovment stage) that operators have the ab| lity to “push”

eff|C| entlv coi nC| de wnth user CPE software unqrades

<NekaHicks 7/29/03

4.54 OA&M Support_(Closure Proposed)

The following vaues must be made available in red-time with redisplay intervals of no less than
1000 msecs, with the option to be displayed in both cumulative and delta modes:

Aggregate base station bytes served at each coding/modulation configuration
Correctable and uncorrectable block errors

Identity of specific Mobile Stations which exhibit a higher than average packet error rate
PHY/MAC/NET based usage consumption statistics per Mobile Station

Successful and failed service requests for both up and downlink directions

Unique number of active Mobile Stations, as well as which specific stations are active, for both
up and downlink directions

Number of ungraceful session disconnections
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Additiond statisticsto be provided:

Signd strength per user (UL and DL)

Interference level or C/I per user (UL and DL)

Bit Error Rate or Block Error Rate per user (UL and DL) for both traffic and signding
information

Aqggregate percent resource space utilization (UL and DL) per sector. Resource space should
include time dots, codes, tones, €tc.

ID of sector serving each usex

Effective Noise Floor seen at the BTS (should rise with increased levels of interference)

Effective Throughput per user (DL/UL)

Interface datistics (RFC1213); SNMP OID group 1.3.6.1.2.1.2.2

Thee datidics should be made available via the SNMP (Smple Network Management
Protocol) standard. It is recommended that these Statistics dso be available using an EMS
developed by each specific vendor.

Rationale

These statistics will need to be available for an operator to have the appropriate amount of visibility into

so that anv SNM P based network manaqementsol ution mav be used to qather such statl stics.

<Neka Hicks 7/29/03>
Deleted: <#>Scheduler |
455 MAC Complexity Measures (open) The Al specification shall not preclude
proprietary scheduling algorithms, so
To make the MBWA technology commercialy feasible, it is necessary the complexity is minimized at the long as the standard control messages,
MAC, consistent with the goals defined for the technologies. This section defines complexity measures to dataformats, and system constraints
be used in estimating MAC complexity. are observed |
Action: Delete this section Formatted: Bullets and Numbering |

Reason: MAC conpl exity neasures should not be addressed by this
requi rements docunment. CQur driving goal must be to achieve the
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performance of the PAR.  Conplexity neasures even, if they could be
articulated in this docunent, are not rel evant when conpared to the
overriding goal of achieving performance for data.
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<John Fan 7/23/03>

45.6 Call Blocking

When the bandwidth required for a cdl cannot be reserved, the system will provide signdling to
support cal blocking.

Comment

Rati onal e: The sentence related to call bl ocking should be renpved
because call blocking is an application |ayer specific issue. The
Requi renents docunent shoul d specify the classes of supported QoS, but
appl i cation-specific exception handling should not be included in the
docunent .

Cal | bl ocking or other exception handling techni ques shoul d be handl ed
at a higher layer for any application that requires special QOS
treatnment. If there is an application (such as Vol P) that requires
speci al QoS treatnent, the application shall request it of the air

interface via an API. |If the air interface cannot provide the desired
QS, it shall informthe application of that fact via the API. It is up
to the application to take the appropriate action, e.g., "blocking" the
call.

<John Fan 7/23/03>

4.5.7 This section was moved to layer 3 + Support based on the discussion at the Plenarv(
in July.

458 4.5.6 Call Blocking

Current text “When the bandwidth required for a cal cannot be reserved, the system will
provide sgnaling to support cal blocking.”

Proposed Change

When MAC/PHY resources cannot be allocated to support the QOS characterstics defined as
“high priority bandwidth resarved” are not available the MAC/PHY AP will provide messaging
to the higher layer to support blocking. Example VOIP dlowing the higher layer application to
provide a busy sgna blocking the cal and providing feedback. The QOS must dlow the
assignment of specific resources to the QOS class so0 that the MAC/PHY may make this
determination.

Reasoning

Certain types of treffic like VOIP, Streaming Video, etc. require committed resources to
function correctly. It is important thet the MAC/PHY have the &hility to support them at a
higher layer. The QOS section needs to be able to provide bandwidth
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4.6 Scheduler (Closure Proposed)
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standard control messages, data formats, and system constraints are observed.
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4.7 _User State Transitions_(Closure Proposed)

The Al shdl support multiple protocol states with fast and dynamic trangitions among them. It
will provide efficient sgnding schemes for dlocating and de-dlocating resources, which may
indude logicd in-band and/or out-of-band signaling, with respect to resources alocated for
end-user data. The Al shdl support paging polling schemes for idle terminals to promote power
conservation for MTs.

‘/{ Formatted:

Bullets and Numbering }

4.8 Resource Allocation (Closure Proposed)

The Al shall support fast resource assignment and release procedures a the uplink and
Duplexing— FDD & TDD

5 References_(open)

802.20 - PD-02: Mobile Broadband Wirdess Access Systems: Approved PAR
(02/12/11)

802.20 - PD-03: Mobile Broadband Wireless Access Systems: Five Criteria (FINAL)
(02/11/13)

C802.20-03/45r1: Desired Characteristics of Mobile Broadband Wireless Access Air
Interface (Arif Ansari, Steve Dennett, Scott Migaldi, Samir Kapoor, John L. Fan, Joanne
Wilson, Reza Arefi, Jm Mollenauer, David S. James, B. K. Lim, K. Murakami, S. Kimura
(2003-05-12))

C802.20-03/47r1: Terminology in the 802.20 PAR (Rev 1) (Joanne Wilson Arif Ansari,
Samir Kapoor, Reza Arefi, John L. Fan, Alan Chickinsky, George Iritz, David S. James, B.
K. Lim K. Murakami, S. Kimura (2003-05-12))
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Appendix A Definition of Terms and Concepts

Active users - An active user is a termind that is registered with a cdl and is usng or
seeking to use air link resources to receive and/or transmit data within a short time interval
(eg., within 100 ms).

Airlink MAC Frame RTT - The round-trip time (RTT) over the airlink for a MAC data
frame is defined here to be the duration from when a data frameis received by the physical
layer of the tranamitter to the time when an acknowledgment for that frame is received by
the trangmitting station.

Bandwidth or Channel bandwidth - Two suggested bandwidths are 1.25 MHz and 5
MHz, which correspond to the bandwidth of one channe (downlink or uplink) for paired
FDD spectrum.

Cell - The term “cdl” refers to one single-sector base station or to one sector of a base
dtetion deployed with multiple sectors.

Cell sizes — The maximum distance from the base station to the mobile termina over which
an acceptable communication can maintained or before which a handoff would be triggered
determines the sze of acdl.

Freguency Arrangements — The frequency arrangement of the spectrum refers to its
dlocation for paired or unpaired spectrum bands to provide for the use of Frequency-
Divison Duplexing (FDD) or Time-Divison Duplexing (TDD), repectivdly. The PAR
states that the 802.20 standard should support both these frequency arrangements.

Interoperable — Sysems that conform to the 802.20 specifications should interoperate with
eech other, eg., regardless of manufacturer. (Note that this statement is limited to systems
that operate in accordance with the same frequency plan. It does not suggest that an 802.20
TDD system would be interoperable with an 802.20 FDD system.)

Licensed bands below 3.5 GHz — This refers to bands that are allocated to the Mobile
Service and licensed for use by mobile cdlular wirdless systems operating below 3.5 GHz.

MAN — Metropolitan Area Network.

Mobile Broadband Wireless Access systems — This may be abbreviated as MBWA and is
used specificaly to mean “802.20 systems’ or systems compliant with an 802.20 standard.

Optimized for IP Data Transport — Such an ar interface is designed specificaly for
carrying Internet Protocol (IP) data treffic efficiently. This optimization could involve (but is
not limited to) increasing the throughput, reducing the system resources needed, decreasing
the transmission latencies, ec.
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Peak aggregate data rate per cell — The pesk aggregate datarate per cell isthetota data
rate transmitted from (in the case of DL) or received by (in the case of UL) abase gation in
acdl (or in a sector, in the case of a sectorized configuration), summed over adl mobile
terminals thet are Smultaneoudy communicating with that base Sation.

Peak data rates per user (or peak user data rate) — The peak data rate per user isthe
highest theoretical data rate available to applications running over an 802.20 air interface
and assignable to a single mobile termina. The peak data rate per user can be determined
from the combination of modulation congtellation, coding rate and symbal rate that yiddsthe
maximum datarate.

Insert sector definition replace cell with sector where appropriate as commented on

the exploder.

Soectral efficiency — Spectra efficiency is measured in terms of bits'sHz/cdll. (In the case
of asectorized configuration, spectral efficiency is given as bitss/Hz/ sector.)

Sustained spectral efficiency — Sustained spectrd efficiency is computed in a network
sting. It is defined as the ratio of the expected aggregate throughput (bits/'sec) to dl users
in an interior cdl divided by the system bandwidth (Hz). The sustained spectrd efficiency
caculaion should assume that users are digtributed uniformly throughout the network and
should include a specification of the minimum expected data rate/user.

Sustained user data rates — Sustained user data rates refer to the typical data rates that
could be maintained by a user, over aperiod of time in aloaded system. The evauation of
the sustained user data rate is generaly a complicated calculation to be determined that will
involve condderation of typica channg models, environmenta and geographic scenarios,
data traffic models and user ditributions.

Targets for 1.25 MHz channel bandwidth — This is a reference bandwidth of 2 x 1.25
MHz for paired channds for FDD systems or a single 2.5 MHz channe for TDD systems.
This is established to provide a conmon basis for measuring the bandwidth-dependent
characterigtics. The targets in the table indicated by the asterisk (*) are those dependent on
the channel bandwidth. Note that for larger bandwidths the targets may scae proportiondly
with the bandwidth.

Various vehicular mobility classes — Recommendation ITU-R M.1034-1 establishes the
following mobility classes or broad categories for the relative speed between a mobile and
base station:

o Stationary (0 km/h),

0 Pedestrian (up to 10 km/h)

0 Typicd vehicular (up to 100 km/h)

Formatted: Bullets and Numbering}
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0 High speed vehicular (up to 500 km /h)
0 Aeronautica (up to 1 500 knvh)

o Satelite (up to 27 000 km/h).
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Appendix B Unresolved issues
Coexistence and Interference Resistance

Since MBWA technology will be operative in licensed bands some of which are currently being utilized by
other technologies, it is important that coexistence and interference issues be considered from the outset,
unlike the situation in unlicensed spectrum where there is much more freedom of design. Of particular
interest is adjacent channel interference; if MBWA is deployed adjacent to any of anumber of technologies,
the development effort should evaluate potential effects.

Interference can be grouped as co-channel and adjacent channel interference; evaluation of all combinations
of technologies likely to be encountered should be part of the 802.20 processes. Furthermore, 802.20
technology is described in the PAR to encompass both TDD and FDD techniques. These should be
evaluated separately, and requirements provided below.

5.1 Coexistence Scenarios
FDD Deployments

In this section, scenarios should be developed with 802.20 deployed as FDD, following the
FDD “rules’ for each of the 2G and 3G technologies likely to be encountered in practice.

802.20 and AMPS
802.20 and 1S-95
802.20 and GSM

802.20 and LMR
802.20 and CDMA2000
802.20 and WCDMA
802.20 and 1IXEVDO
802.20 and HSDPA
802.20 and 1XEV/DV
5.1.2 TDD Deployments

In this section, scenarios should be developed with 802.20 deployed as TDD, following any
TDD “rules’ for each of the 2G and 3G technologies likely to be encountered in practice.
Since the maority of exiging technologies are deployed as FDD solutions, some hew
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ground is being explored here, and it will be necessary to make sure that the 802.20
technology will not serioudy impact the exigting services.

802.20 and AMPS

802.20 and 1S-95

802.20 and GSM

802.20 and LMR

802.20 and CDMA2000
802.20 and WCDMA

802.20 and 1IXEVDO

802.20 and HSDPA

802.20 and 1XEV/DV
Adjacent Channel Interference
Definitions and Characteristics
Requirements

Co-channd Interference
Definitions and Characterigtics
Requirements

TDD Interferencein Traditionaly FDD Bands

Since 802.20 is listed as being both TDD and FDD, it should be evauated in a scenario
where TDD 802.20 technology is deployed in atraditionaly FDD frequency band. 802.20
should develop appropriate scenarios and requirements so that the new technology meets al
necessary coexistence requirements that may be placed upon it.

Definition and Characteritics
Requirements

Interworking: The Al should support interworking with different wireless access systems,
e.g. wireless LAN, 3G, PAN, etc. Handoff from 802.20 to other technologies should be
considered and where applicable procedures for that hand-off shall be supported.[Dan Gal
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dgal @lucent.com : This issue is quite critical to the successful deployment of 802.20 systems in existing
and future markets worldwide. The purpose of defining Coexistence requirements in this document is to
assure that 802.20 systems would not cause interference to or be susceptible to interference from other
wireless systems operating in the same geographical area. Detailed quantitative RF emission limits need to
be specified as well as received interference levels that the 802.20 receivers would have to accept and
mitigate.

System Context Diagram needed

This section presents a high-level context diagram of the MBWA technology, and how such
technology must “fit into” the overal infrastructure of the network. It shal include data peths,
wired network connectivity, AAA functiondlity as necessary, and inter-system interfaces.
Major System Interfaces shdl beincdluded in this diagram.

5.1.1 MBWA-SSpecific Reference Model_(open)

To facilitate a layered approach, the 802.20 specification shall incorporate a reference
partitioning modd conssting of the MAC and PHY . This layered approach shall be generaly
condstent with other IEEE 802 standards and shall remain generdly within the scope of other
|EEE 802 standards as shown in figures 1 & 2.

08I |EEE 802 LAN & MAN
Refarance Maodel Referanca Maodal
LLC: Legical Link Contral
Application MAC: Medium Accass Conlral
LSAP:  Link Service Accass Point
] MSAP:  MAC Service Access Point
Presentation Ph3AP: Physical Sarica Access Poant
\ R
Session
Upper Uppes
Layer Layer
Transport Pridocols LEAR Protocals
.-d"‘ﬂ""h._‘
N
- MSAP =
Metwork A —‘I_‘..-"d_"'-\_‘_ Y
i L% P Il ¥
LLE Isochronous 1""“1._\1._‘ LLC
Data Link { P Lo hy oo o
ope o
— MAC ( } MAC |EEE 802
Physical Physical ’—‘ I_‘ Physical Standards
headum Mesdium

Figure 1—|EEE 802 RM for end stations (LAN&MAN/RM)
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* Formarty IEEE 55d 80214,

Deleted: Sprint

Cdl blocking is at higher level David McGinniss would like to se it included as a comment even I/(
though the higher level will make the decision the MAC must be able to support the higher leve
function.

When the bandwidth required for acall cannot be reserved, the system will provide signaling to support call
blocking.

2. Interworking

49
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[Dan Gal dgal@lucent.com: Interworking between 802.20 systems and other wireless systems is highly
desirable and may give it a competitive edge. Systems that have disparate physical layers can still interwork
via the higher protocol layers. Current interworking solutions exist for CDMA2000/802.11b and for GSM-
GPRS/802.11b. Multi-mode devices, such as 802.11b+802.11a or more recently, 802.11b/g are now available.
Existing applications (such as Windows XP mobility support) provide for transparent roaming across
systems, automatically handling the applications’ reconfiguration so as to keep sessions working

seamlessly.

Building support for interworking in 802.20 — right from the first release of the standard — would add
significantly to its market appeal .
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To ad the discussion in this document and in the 802.20 specifications, a straw man Reference
Partitioning of the 802.20 functionality is shown in Figure 1. This reference partitioning modd is
similar to those used in other 802 groups.

The 802.20 reference modd congsts of two mgor functiond layers, the Data Link Layer
(DLL) and the Physical Layer (PHY).

The Data Link Layer is functiondly respongible for a mobile station’s method of gaining access
to the over-the-air resource. The Data Link Layer conssts of the MAC Sub layer, and the
MAC Management Sub layer. The MAC Sub layer is responsible for the proper formatting of
data, as well as requesting access to the over-the-air resource. The MAC Management Sub
layer is respongble for provisoning of MAC Layer Parameters and the extraction of MAC
monitoring information, which can be of use in network management.

The Physical Layer consists of the Physical Layer Convergence Protocol, the Physical Medium
Dependent, and the Physical Layer Management Sub layers. The Physica Layer Convergence
Protocol Sub layer is responsible for the formatting of data received from the MAC Sub layer
into data objects suitable for over the air transmission, and for the deformatting of data received
by the station. The Physicd Medium Dependent Sub layer is responsible for the transmisson
and reception of data to/from the over-the-air resource. The Physical Layer Management sub
layer is respongible for provisoning of the Physical Layer parameters, and for the extraction of
PHY monitoring information thet can be of usein network management.
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Data Link MAC_ SAP
ata Lin
Ectig 2 MAC
Layer MAC Manage-
T Sublayer ment
l PHY SAP
PLCP
PHY Layer Sublayer PHY
PMD_SApF— Manage-
ment
PMD
Sublayer

MAC_SAP: MAC Service Access Point

PHY_SAP: PHY Service Access Point
PLCP: PHY Layer Convergence Protocol, contains FEC
PMD: Physical Medium Dependent (radio)

Figure 1 — Reference partitioning
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