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Dear Colleagues,  
 
This liaison statement provides a response to the liaison in JCA-IMT2020-LS16 including an update to 
the list of IEEE 802.1 documents contained in the IMT-2020 roadmap for non-radio aspects and activity 
related to 5G and beyond. The update is contained in JCA-Attachment-2025-03. 
 
Thank you for your consideration on this topic. We look forward to continued collaboration between our 
organizations. 
 
 
Respectfully submitted,  
Glenn Parsons  
Chair, IEEE 802.1 Working Group 

 
1 This document solely represents the views of the IEEE 802.1 Working Group, and does not necessarily represent a 
position of IEEE, or the IEEE Standards Association, or IEEE 802. 
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		Activity Domain		Stage (topic)		Area		Entity		Title		Scope		Status		Starting Date		Target Date

		IMT-2020		Standard		IEEE Standard for Local and metropolitan area networks--Frame Replication and Elimination for Reliability		IEEE 802.1		IEEE Std 802.1CB-2017		This standard specifies procedures, managed objects, and protocols for bridges and end systems that provide identification and replication of packets for redundant transmission, identification of duplicate packets, and elimination of duplicate packets. It is not concerned with the creation of the multiple paths over which the duplicates are transmitted.		published		6/14/13		9/28/17

		IMT-2020		Standard		IEEE Approved Draft Standard for Local and metropolitan area networks -- Frame Replication and Elimination for Reliability - Amendment 2: Extended Stream identification functions		IEEE 802.1		IEEE Std 802.1CBdb-2021		This standard specifies procedures, managed objects and protocols for bridges and end systems that provide identification and replication of packets for redundant transmission, identification of duplicate packets, and elimination of duplicate packets. It is not concerned with the creation of the multiple paths over which the duplicates are transmitted.		published		5/14/18		12/8/21

		IMT-2020		Standard		IEEE Standard for Local and metropolitan area networks -- Frame Replication and Elimination for Reliability - Amendment 1: Information Model, YANG Data Model, and Management Information Base Module		IEEE 802.1		IEEE Std 802.1CBcv-2021		This amendment specifies YANG data models and MIB modules that allow configuration and status reporting for bridges and end systems with the capabilities for Frame Replication and Elimination for Reliability (FRER) and Stream identification.		published		5/14/18		12/8/21

		IMT-2020		Recommended Practice		IEEE Recommended Practice for Network Reference Model and Functional Description of IEEE 802 Access Network		IEEE 802.1		IEEE Std 802.1CF-2019		An access network (which connects terminals to their access routers) utilizing technologies based on the family of IEEE 802(R) standards is specified in this recommended practice. An access network reference model (NRM) that includes entities and reference points along with behavioral and functional descriptions of communications among those entities is provided in this recommended practice.		published		3/27/14		3/21/19

		IMT-2020		Profile		IEEE Standard for Time-Sensitive Networking for Fronthaul		IEEE 802.1		IEEE Std 802.1CM-2018		This standard defines profiles that select features, options, configurations, defaults, protocols, and procedures of bridges, stations, and LANs that are necessary to build networks that are capable of transporting fronthaul streams, which are time sensitive.		published		9/3/15		5/7/18

		IMT-2020		Profile		IEEE Standard for Local and metropolitan area networks -- Time-Sensitive Networking for Fronthaul Amendment: Enhancements to Fronthaul Profiles to Support New Fronthaul Interface, Synchronization, and Syntonization Standards		IEEE 802.1		IEEE  Std 802.1CMde-2020		This amendment defines enhancements to fronthaul profiles in order to address new developments in fronthaul interface standards, and related synchronization and syntonization standards. This amendment also addresses errors and omissions in existing content.		published		2/8/19		6/4/20

		IMT-2020		Standard		IEEE Standard for Local and Metropolitan Area Networks – Timing and Synchronization for Time-Sensitive Applications		IEEE 802.1		IEEE Std 802.1AS-2020		This standard specifies the protocol, procedures, and managed objects used to ensure that the synchronization requirements are met for time-sensitive applications, such as audio, video, and time-sensitive control, across networks; for example, IEEE 802 and similar media. This includes the maintenance of synchronized time during normal operation and following addition, removal, or failure of network components and network reconfiguration. It specifies the use of IEEE Std 1588 specifications where applicable in the context of IEEE Std 802.1Q. Synchronization to an externally provided timing signal (e.g., a recognized timing standard such as UTC or TAI) is not part of this standard but is not precluded.		published		9/28/17		1/30/20

		IMT-2020		Corrigendum		IEEE Approved Draft Standard for Local and Metropolitan Area Networks--Timing and Synchronization for Time-Sensitive Applications - Corrigendum 1: Technical and Editorial Corrections		IEEE 802.1		IEEE Std 802.1AS-2020/Cor1		This corrigendum to IEEE Std 802.1ASTM-2020 provides technical and editorial corrections.		published		2/10/21		12/8/21

		IMT-2020		Standard		IEEE Draft Standard for Local and Metropolitan Area Networks – Link Aggregation		IEEE 802.1		IEEE Std 802.1AX-2020		Link Aggregation provides protocols, procedures, and managed objects that allow the following: One or more parallel instances of full-duplex point-to-point links to be aggregated together to form a Link Aggregation Group (LAG), such that a MAC Client can treat the LAG as if it were a single link.; A resilient interconnect using multiple full-duplex point-to-point links among one to three nodes in a network and one to three nodes in another, separately administered, network, along with a means to ensure that frames belonging to any given service will use the same physical path in both directions between the two networks. This standard defines the MAC-independent Link Aggregation capability and general information relevant to specific MAC types that support Link Aggregation. The capabilities defined are compatible with previous versions of this standard.		published		5/12/16		1/31/20

		IMT-2020		Standard		IEEE Standard for Local and Metropolitan Area Networks--Bridges and Bridged Networks		IEEE 802.1		IEEE Std 802.1Q-2018		This standard specifies Bridges that interconnect individual LANs, each supporting the IEEE 802 MAC Service using a different or identical media access control method, to provide Bridged Networks and VLANs.		published		9/22/16		5/7/18

		IMT-2020		Standard		IEEE Standard for Local and Metropolitan Area Networks--Bridges and Bridged Networks		IEEE 802.1		IEEE P802.1Q-2022		This revision is a maintenance roll-up of 802.1Q-2018 with the amendments of 802.1Qcc-2018, 802.1Qcp-2018, 802.1Qcy-2019, P802.1Qcr-2020, and P802.1Qcx-2020.		published		6/3/20		12/22/22

		IMT-2020		Revision Project		IEEE Standard for Local and Metropolitan Area Networks--Bridges and Bridged Networks		IEEE 802.1		IEEE P802.1Q-2022-Rev		This revision is a maintenance roll-up of IEEE Std 802.1Q-2022 with the amendment of IEEE Std 802.1Qcz. Depending on their progress to approval, P802.1Qcw, P802.1Qcj, or other amendments in progress may also be included.		draft		6/5/23		12/31/27

		IMT-2020		Standard		IEEE Draft Standard for Local and Metropolitan Area Networks – Bridges and Bridged Networks Amendment: Automatic Attachment to Provider Backbone Bridging (PBB) Services		IEEE 802.1		IEEE Std 802.1Qcj-2023		This standard specifies procedures and managed objects for a bridge to perform frame counting, filtering, policing, and service class selection for a frame based on the particular data stream to which the frame belongs, and a synchronized cyclic time schedule. Policing and filtering functions include the detection and mitigation of disruptive transmissions by other systems in a network, improving the robustness of that network.		published		6/11/15		11/17/23

		IMT-2020		Standard		Standard for Local and Metropolitan Area Networks--Bridges and Bridged Networks Amendment: YANG Data Models for Scheduled Traffic, Frame Preemption, and Per-Stream Filtering and Policing		IEEE 802.1		IEEE Std 802.1Qcw-2023		This amendment specifies a Unified Modeling Language (UML)-based information model and YANG data models that allow configuration and status reporting for bridges and bridge components (as specified by this standard) with the capabilities currently specified in clauses 12.29 (scheduled traffic), 12.30 (frame preemption) and 12.31 (per-stream filtering and policing) of this standard. It further defines the relationship between the information and data model and models for the other management capabilities specified in this standard. Additionally, this amendment will address errors or omissions to existing features related to the aforementioned clauses as approved by the 802.1 maintenance process.		published		9/24/17		11/17/23

		IMT-2020		Standard		Standard for Local and Metropolitan Area Networks--Bridges and Bridged Networks Amendment: Congestion Isolation		IEEE 802.1		IEEE Std 802.1Qcz-2023		This amendment specifies protocols, procedures and managed objects that support the isolation of congested data flows within data center environments. This is achieved by enabling systems to individually identify flows creating congestion, adjust transmission selection for packets of those flows, and signal to neighbors. This mechanism reduces head-of-line blocking for uncongested flows sharing a traffic class in lossless networks. Congestion Isolation is intended to be used with higher layer protocols that utilize end-to-end congestion control in order to reduce packet loss and latency. This amendment also addresses errors and omissions in the description of existing functionality.		published		9/27/18		8/4/23

		IMT-2020		Project		Standard for Local and Metropolitan Area Networks--Bridges and Bridged Networks Amendment: PFC Enhancements		IEEE 802.1		IEEE P802.1Qdt		This amendment specifies procedures and managed objects for automated Priority-based Flow Control (PFC) headroom calculation and Media Access Control Security (MACsec) protection of PFC frames, using the existing Precision Time Protocol (PTP) and enhancements to the Data Center Bridging Capability Exchange protocol (DCBX). This amendment places emphasis on the requirements for low latency and lossless transmission in large-scale and geographically dispersed data centers.		draft		5/13/22		12/31/25

		IMT-2020		Project		Standard for Local and Metropolitan Area Networks--Bridges and Bridged Networks Amendment: Resource Allocation Protocol		IEEE 802.1		IEEE P802.1Qdd		This amendment specifies protocols, procedures, and managed objects for a Resource Allocation Protocol (RAP) that uses the Link-local Registration Protocol (LRP) and supports and provides backwards compatibility with the stream reservation and quality of service capabilities, controls and protocols specified in IEEE Std 802.1Q. RAP provides support for accurate latency calculation and reporting, can use redundant paths established by other protocols, and is not limited to bridged networks. A signaling protocol that performs distributed and dynamic resource management and admission control is an essential component for automatic configuration in bridged LANs requiring latency and bandwidth guarantees. Current IEEE 802.1Q Multiple Stream Reservation Protocol (MSRP) is constrained by the capability of its underlying IEEE 802.1Q Multiple Registration Protocol (MRP) and does not efficiently support a large reservation database. For use in distributed stream reservation, IEEE 802.1Q MSRP does not make use of all available Quality of Service provisions and does not support reservation for the streams in need of high availability by use of the technologies specified in IEEE Std 802.1CB. The proposed amendment will address these issues.		draft		9/27/18		12/31/25

		IMT-2020		Standard		Standard for Local and Metropolitan Area Networks--Bridges and Bridged Networks Amendment: Configuration Enhancements for Time-Sensitive Networking		IEEE 802.1		IEEE P802.1Qdj		This amendment specifies procedures, interfaces, and managed objects to enhance the three models of ‘Time-Sensitive Networking (TSN) configuration’. It specifies enhancements to the User/Network Interface (UNI) to include new capabilities to support bridges and end stations in order to extend the configuration capability. This amendment preserves the existing separation between configuration models and protocol specifications. This amendment also addresses errors and omissions in the description of existing functionality. The management models and User/Network Interface (UNI) already described in Clause 46: Time-Sensitive Networking (TSN) configuration of IEEE Std 802.1Q include only the concepts (e.g. in form of a YANG types module) for managing bridged LANs using Time-Sensitive Networking (TSN) features. In order to be able to fully manage such bridged LANs with TSN features, comprehensive interfaces and management modules are required that are currently not available. Enhancements are especially needed for the ‘fully centralized’ and ‘centralized network/distributed user’ configuration models. The proposed amendment will address these issues.		published		9/5/19		12/31/23

		IMT-2020		Project		Standard for Local and Metropolitan Area Networks--Bridges and Bridged Networks Amendment: Shaper Parameter Settings for Bursty Traffic Requiring Bounded Latency		IEEE 802.1		IEEE P802.1Qdq		This amendment adds an informative annex that describes recommended shaper parameter settings for bursty traffic requiring bounded latency.		draft		5/5/21		12/31/25

		IMT-2020		Standard		IEEE Standard for Local and Metropolitan Area Networks: Overview and Architecture		IEEE 802.1		IEEE Std 802-2014		This standard provides an overview to the family of IEEE 802® standards. It describes the reference models for the IEEE 802 standards and explains the relationship of these standards to the higher layer protocols; it provides a standard for the structure of IEEE 802 MAC addresses; it provides a standard for identification of public, private, prototype, and standard protocols; it specifies an object identifier hierarchy used within IEEE 802 for uniform allocation of object identifiers used in IEEE 802 standards; and it specifies a method for higher layer protocol identification.		published		2/27/07		6/12/14

		IMT-2020		Revision Project		IEEE Standard for Local and Metropolitan Area Networks: Overview and Architecture		IEEE 802.1		IEEE P802-REVc		This maintenance revision of IEEE Std 802 is needed to consolidate amendments, remove redundant and obsolete the material, and update the standard and per current IEEE SA style.  The full title of this standard is “Standard for Local and Metropolitan Area Networks: Overview and Architecture”.
The scope of this standard contains descriptions of the IEEE 802(R) standards published by the IEEE for frame-based data networks as well as a reference model (RM) for protocol standards.  A specification for the identification of public, private, and standard protocols is included.
The maintenance revision rolls up amendments IEEE Std 802c, IEEE Std 802d, IEEE Std 802e and IEEE Std 802f (once completed).		draft		3/24/22		12/31/24

		IMT-2020		Standard		IEEE Standard for Local and Metropolitan Area Networks: Overview and Architecture – Amendment 2: Local Medium Access Control (MAC) Address Usage		IEEE 802.1		IEEE Std 802c-2017		The amendment will provide an optional local MAC address space structure to allow multiple administrations to coexist. This structure will designate a range of local MAC addresses for protocols using a Company ID (CID) assigned by the IEEE Registration Authority. Another range of local MAC addresses will be designated for assignment by local administrators. The amendment will recommend a range of local MAC addresses for use by IEEE 802 protocols.
This amendment will also correct minor errors, ambiguities, omissions and inconsistencies including clarifying the use of CID in protocol identifiers and context dependent identifiers.		published		12/7/16		6/15/17

		IMT-2020		Standard		IEEE Standard for Local and Metropolitan Area Networks: Overview and Architecture – Amendment 1: Allocation of Uniform Resource Name Values (URN) in IEEE 802® Standards		IEEE 802.1		IEEE Std 802d-2017		This amendment specifies a Uniform Resource Names (URN) namespace for IEEE 802 networks. This URN is used as the root identifier for YANG data models that allow configuration and status reporting for 802 network elements.		published		12/5/15		2/14/17

		IMT-2020		Standard		IEEE Draft Recommended Practice for Privacy Considerations for IEEE 802 Technologies		IEEE 802.1		IEEE Std 802E-2020		This recommended practice specifies a privacy threat model for IEEE 802 technologies and provides recommendations on how to protect against privacy threats.		published		9/3/15		9/24/20

		IMT-2020		Standard		Standard for Local and Metropolitan Area Networks: Overview and Architecture Amendment: YANG Data Model for EtherTypes		IEEE 802.1		IEEE Std 802f-2023		This amendment specifies YANG modules that contain the EtherType information, including a compact human-readable name and description. The name and description for an initial set of EtherTypes are defined for inclusion in the IEEE Registration Authority EtherType public listing. This amendment also addresses errors and omissions in IEEE Std 802 description of existing functionality.

The IEEE Registration Authority EtherTypes public listing may be misleading because assignees, whose contact information is often unreliable, have not updated the information provided on their application for the EtherType. This project is the most efficient way to create an accurate listing of the common names and descriptions used within the industry for the protocols identified by a particular EtherType. YANG (Request for Comment (RFC) 7950) is a formalized data modeling language that is widely accepted and can be used to simplify network configuration. A YANG module with an authoritative list of EtherTypes enhances compatibility of modern networks and aids in the efficiency of managing them.		published		2/13/20		12/8/23

		IMT-2020		Standard		IEEE Standard for Local and metropolitan area networks - Station and Media Access Control Connectivity Discovery		IEEE 802.1		IEEE Std 802.1AB-2016		This document defines a protocol and a set of managed objects that can be used for discovering the physical topology from adjacent stations in IEEE 802(R) LANs.

		IMT-2020		Standard		IEEE Draft Standard for Local and Metropolitan Area Networks - Station and Media Access Control Connectivity Discovery
Amendment: Support for Multiframe Protocol Data Units		IEEE 802.1		IEEE  Std 802.1ABdh-2021		This amendment specifies protocols, procedures and managed objects that support the transmission and reception of a set of Link Layer Discovery Protocol (LLDP) Type Length Values (TLVs) that exceed the space available in a single frame. This amendment defines the transmission of multiple frames, additional TLVs and the procedures needed to support the transmission of those TLVs across multiple frames. This amendment maintains existing functionality while communicating with a peer that supports updated functionality. This amendment defines a method to further restrict the size of the LLDP Data Unit (LLDPDU) and extensions in order to meet timing constraints in the network. This amendment also addresses errors and omissions in the description of existing functionality.		published		 Std		12/8/21

		IMT-2020		Standard		IEEE Approved Draft Standard for Local and Metropolitan Area Networks - Station and Media Access Control Connectivity Discovery Amendment: YANG Data Model		IEEE 802.1		IEEE Std 802.1ABcu-2021		This amendment to IEEE Std 802.1AB-2016 specifies a Unified Modeling Language (UML)-based information model and a YANG data model that allows configuration and status reporting for bridges and bridge components with regards to topology discovery.		published		9/28/17		12/8/21

		IMT-2020		Standard		IEEE Standard for Local and metropolitan area networks -- Media Access Control (MAC) Service Definition		IEEE 802.1		IEEE Std 802.1AC-2016		The MAC Service and the Internal Sublayer Service (ISS) are defined in this standard. This standard specifies media-dependent convergence functions that map IEEE 802(R) MAC interfaces to the ISS. The MAC Service is derived from the ISS.		published		6/14/13		12/7/16

		IMT-2020		Corrigendum		IEEE Standard for Local and Metropolitan Area Networks--Media Access Control (MAC) Service Definition - Corrigendum 1: Logical Link Control (LLC) Encapsulation EtherType		IEEE 802.1		IEEE Std 802.1AC-2016/Cor1		This corrigendum to IEEE Std 802.1AC™-2016 corrects the value of the LLC Encapsulation EtherType.		published		9/28/17		9/27/18

		IMT-2020		Standard		IEEE Standard for Local and Metropolitan Area networks--Media Access Control (MAC) Service Definition-Amendment 1: Support for IEEE Std 802.15.3		IEEE 802.1		IEEE Std 802.1ACct-2021		The Internal Sublayer Service for the IEEE 802.15.3 MAC entity is defined in this amendment.		published		9/28/17		12/8/21

		IMT-2020		Standard		IEEE Standard for Local and metropolitan area networks-Media Access Control (MAC) Security		IEEE 802.1		IEEE Std 802.1AE-2018		How all or part of a network can be secured transparently to peer protocol entities that use the MAC Service provided by IEEE 802® LANs to communicate is specified in this standard. MAC security (MACsec) provides connectionless user data confidentiality, frame data integrity, and data origin authenticity.		published		9/28/17		9/27/18

		IMT-2020		Corrigendum		IEEE Standard for Local and metropolitan area networks--Media Access Control (MAC) Security Corrigendum 1: Tag Control Information Figure		IEEE 802.1		IEEE Std 802.1AE-2018/Cor1		How all or part of a network can be secured transparently to peer protocol entities that use the MAC Service provided by IEEE 802(R) LANs to communicate is specified in this standard. AC security (MACsec) provides connectionless user data confidentiality, data frame integrity, and data origin authenticity		published		5/21/19		6/4/20

		IMT-2020		Standard		IEEE Standard for Local and Metropolitan Area Networks - Secure Device Identity		IEEE 802.1		IEEE Std 802.1AR-2018		A Secure Device Identifier (DevID) is cryptographically bound to a device and supports authentication of the device's identity. An Initial Device Identifier (IDevID) provide by the supplier of a device can be supplemented by Local Device Identifiers (LDevIDs) facilitating enrollment (provisioning of authentication and authorization credentials) by local network administrators.		published		2/17/17		6/14/18

		IMT-2020		Standard		IEEE Standard for Local and Metropolitan Area Networks--Port-Based Network Access Control		IEEE 802.1		IEEE Std 802.1X-2020		Port-based network access control allows a network administrator to restrict the use of IEEE 802(R) LAN service access points (ports) to secure communication between authenticated and authorized devices. This standard specifies a common architecture, functional elements, and protocols that support mutual authentication between the clients of ports attached to the same LAN and that secure communication between the ports, including the media access method independent protocols that are used to discover and establish the security associations used by IEEE 802.1AE(TM) MAC Security.		published		6/14/18		1/30/20

		IMT-2020		Standard		IEEE Standard for Local and Metropolitan Area Networks--Link-local Registration Protocol		IEEE 802.1		IEEE Std 802.1CS-2020		Protocols, procedures, and managed objects for a Link-local Registration Protocol (LRP) to replicate a registration database from one end to the other of a point-to-point link and to replicate changes to parts of that database are specified in this standard. A facility is provided to purge the replicated database if the source becomes unresponsive. LRP is optimized for databases on the order of 1 Mbyte.		published		2/13/20		12/3/20

		IMT-2020		Profile		IEEE Standard for Local and Metropolitan Area Networks--Audio Video Bridging (AVB) Systems		IEEE 802.1		IEEE Std 802.1BA-2021		Profiles that select features, options, configurations, defaults, protocols, and procedures of bridges, stations, and LANs that are necessary to build networks that are capable of transporting time-sensitive audio and/or video data streams are defined in this standard.		published		2/10/21		12/8/21

		IMT-2020		Standard		IEEE Standard for Local and Metropolitan Area Networks--Quality of Service Provision by Network Systems		IEEE 802.1		IEEE P802.1DC		This standard specifies procedures and managed objects for Quality of Service (QoS) features specified in IEEE Std 802.1Q, such as per-stream filtering and policing, queuing, transmission selection, flow control and preemption, in a network system which is not a bridge.  IEEE Std 802.1Q specifies Quality of Service (QoS) features for bridges. These features are perfectly applicable to other devices, e.g. end stations, routers, or firewall appliances. In IEEE Std 802.1Q, the specifications of these features are scattered, and coupled tightly to the operation of a bridge. There is a need for simple reference points to these QoS specifications that are usable for non-bridge systems, and for managed objects for these features that are not specific to bridges.		published		5/14/18		12/31/25

		IMT-2020		Withdrawn		IEEE Standard for Local and Metropolitan Area Networks--TSN Profile for Service Provider Networks		IEEE 802.1		IEEE P802.1DF		This standard defines profiles of IEEE Std 802.1Q and IEEE Std 802.1CB that provide Time-Sensitive Networking (TSN) quality of service features for non-fronthaul shared service provider networks. The standard also provides use cases, and informative guidance for network operators on how to configure their networks for those use cases. Service provider networks often support multiple users and applications, and can benefit from TSN Quality of Service (QoS) bridging features defined in IEEE Std 802.1Q. This standard provides guidance for configuration of QoS features to provide dependable bandwidth and bounded latency. Next generation transport networks that have more stringent QoS requirements would benefit from TSN QoS features. For example, next generation mobile networks will have an order of magnitude more cells than present networks, making it essential for multiple carriers (applications/users) to share network resources of a physical infrastructure.		draft		3/18/19		12/31/23

		IMT-2020		Project		IEEE Standard for Local and Metropolitan Area Networks--Resource Allocation Protocol		IEEE 802.1		IEEE P802.1DD		This standard specifies protocols, procedures, and managed objects for resource allocation in bridged local area networks for dynamic creation and maintenance of data streams. This standard supports control signaling through data paths and/or through separate control paths in support of centralized control. This standard makes provisions for backward compatibility with the Stream Reservation Protocol specified in IEEE Std 802.1Q.		draft		9/26/24		12/31/28

		IMT-2020		Project		IEEE Standard for Local and Metropolitan Area Networks--Guidance for Sequence Recovery Function Parameter Configuration		IEEE 802.1		IEEE 802.1CBec		This amendment adds an informative annex describing recommended values for the existing sequence recovery function parameters, and provides guidance regarding frame buffering in relay and end systems to assist in the usage of Frame Replication and Elimination for Reliability. This amendment also includes technical and editorial corrections in the description of existing IEEE Std 802.1CB functionality.		approved PAR		2/13/25		 2029-12-31

		IMT-2020		Project		IEEE Standard for Local and Metropolitan Area Networks--Frame Replication and Elimination for Reliability		IEEE 802.1		IEEE 802.1CB-2017-Rev		This standard specifies procedures, managed objects, and protocols for bridges and end systems that provide identification and replication of packets for redundant transmission, identification of duplicate packets, and elimination of duplicate packets. It is not concerned with the creation of the multiple paths over which the duplicates are transmitted.  This revision project is needed to incorporate approved amendments and corrigenda, to incorporate technical and editorial corrections to existing functionality, and to maintain consistency in the consolidated text.		approved PAR		2/13/25		 2029-12-31
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