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MS identification during coverage loss recovery procedure (16.2.15.6)
Youngkyo Baek, Hyunjeong Kang,Jungshin Park,Jicheol Lee
Samsung Electronics
1. Introduction
According to 16m/D4[1], CRID is used for MS identification when the AMS performs Network reentry from the coverage loss/DCR mode. However, some network architecture related problems are ambiguous. For example, which Network entity manages the CRID and AMS context and how ABS should retrieve AMS context, etc. 

Regarding the TBD items, there were some decisions in NWG discussion. Based on the NWG decision, we suggest that anchor CR_Network entity should maintain AMS context and its CRID and that CR_Network entity ID should be transmitted together with CRID for network reentry from DCR and coverage loss recovery. However, CR_Network entity is not decided yet in NWG discussion.
2. Solution
When the AMS perform NW entry, through AAI_REG-RSP message a CRID which the anchor CR_Network entity assigns to AMS and its anchor CR_Network entity ID are transmitted.

Once coverage loss occurs and the AMS performs the NW reentry, AAI_RNG-REQ message contains the CRID and its CR_Network entity ID for MS identification). In Figure 1 and 2, we assume that CR_Network entity is the authenticator for our convenience.
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Figure1. MS identification during NW entry and NW reentry from coverage loss/DCR.

3. Text Proposal
3.1 Text Proposal #1

Inset the proposed subclause at page 38, line 23 as follows
======================== Start of Proposed Text =====================
16.2.1.2.4 Context Retention Identifier (CRID)

The network shall assign an CRID to each AMS during network entry or zone switch to Mzone. The AMS is identified by the CRID in coverage loss recovery and DCR mode, where the CRID allows the network to retrieve AMS context. The network may assign the AMS a new CRID if necessary.
============================== End of Proposed Text ===============
3.2 Text Proposal #2
Add the following parameters into the table 676(AAI_RNG-REQ) at page 65, line 9 as follows
======================== Start of Proposed Text =====================
	Name
	Value
	Usage

	CRID
	The AMS identifier which the AMS has been assigned for coverage loss or DCR mode and currently maintains.
	It shall be included when the AMS is attempting to perform network reentry from coverage loss or DCR mode

	CR Network entity ID
	Identifier of network entity which maintains the CRID
	


============================== End of Proposed Text ===============
3.3Text Proposal #3
Add the following parameters into the table 675(AAI_RNG-RSP) at page 48, line 32 as follows
======================== Start of Proposed Text =====================
	Name
	Value
	Usage

	CRID
	The AMS identifier which the AMS has been assigned for coverage loss or DCR mode and currently maintains.
	It shall be included when the AMS is attempting to perform network reentry from coverage loss or DCR mode or to perform network reentry/location update/zone-switch with assigning a new loss-tolerant ID

	CR_Network entity ID
	Identifier of network entity which maintains the CRID
	


============================== End of Proposed Text ===============
3.5 Text Proposal #4
Modify the text at page 76, line 53 as follows
======================== Start of Proposed Text =====================
The following parameters are is included in the AAI_REG-RSP message:

—STID: AMS identifier which the ABS assigns to the AMS in place of the temporary STID which has been transferred by AAI-RNG-RSP message.

—CRID (Context Retention Identifier): AMS identifier which the AMS has been assigned for coverage loss or DCR mode
— CR_Network entity ID: Identifier of network entity which assigns and maintains the CRID for coverage loss or DCR mode
============================== End of Proposed Text ===============
3.7 Text Proposal #5
Modify sentences at page 288, line 65 as follows
======================== Start of Proposed Text =====================
If the AMS shares valid security context, the AMS shall include its CRID and its CR_Network entity ID in AAI_RNG-REQ protected with a CMAC derived from new AK.
============================== End of Proposed Text ===============
3.8 Text Proposal #6
Modify sentences at page 319, line 36 as follows
======================== Start of Proposed Text =====================
CRID together with CR_Network entity ID is used to uniquely identify the DCR mode AMSs.
============================== End of Proposed Text ===============
3.9 Text Proposal #7
Modify sentences at page 320, line 16 as follows
======================== Start of Proposed Text =====================
For the network reentry from DCR mode, the AMS shall initiate network reentry with the ABS by sending an AAI_RNG-REQ message with ranging purpose code Bit#6 is set to 1 and the CRID together with CR_Network entity ID.
============================== End of Proposed Text ===============
4. References

[1] IEEE P802.16m/D4. DRAFT Amendment to IEEE Standard for Local and metropolitan area networks—Part 16: Air Interface for Broadband Wireless Access Systems—Advanced Air Interface, Feb. 2010.
[2] IEEE 802.16m-08/003r9a. The Draft IEEE 802.16m System Description Document, May 2009.
[3] IEEE 802.16m-07/002r9. IEEE 802.16m System Requirements Document, Sep 2009.















_1328355688.vsd

