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1. Introduction
According to 16m/D4[1], CRID is used for MS identification when the AMS performs Network reentry from the coverage loss/DCR mode. However, some network architecture related problems are ambiguous. For example, which Network entity manages the CRID and AMS context and how ABS should retrieve AMS context, etc. 
Regarding the TBD items, there were some decisions in NWG. NWG[4] suggests that anchor authenticator may maintain AMS context and its CRID and that the authenticator ID be 48bit long and the MS identifer be 24bit long. However, there is no decision about whether the authenticator ID and the MS identifier are merged in to 72bit CRID or the MS identifier separately defined from authenticator ID(i.e. 24bit CRID and 48bit authenticator ID).
In this contribution, we suggest the 72bit CRID which consists of anchor authenticator ID and the MS identifier.
2. Solution
When the AMS perform NW entry, through AAI_REG-RSP message a 72bit CRID which the anchor authenticator assigns to AMS.

Once coverage loss occurs and the AMS performs the NW reentry, AAI_RNG-REQ message contains the CRID. In response to the AAI_RNG-REQ, AAI_RNG-RSP message contains the new CRID if the CRID is changed. When anchor authenticator is relocated with re-authentication, the new CRID can be notified to AMS though key agreement procedure. (Especially key agreement MSG#3 can be used for it)
3. Text Proposal
3.1 Text Proposal #1

Inset the proposed subclause at page 38, line 23 as follows
======================== Start of Proposed Text =====================
16.2.1.2.4 Context Retention Identifier (CRID)

The network shall assign an72bit CRID to each AMS during network entry or zone switch to Mzone. The CRID consists of 48bits anchor authenticator ID and 24bits AMS identification information. The AMS is identified by the CRID in coverage loss recovery and DCR mode, where the CRID allows the network to retrieve AMS context. The network may assign the AMS a new CRID if necessary.
============================== End of Proposed Text ===============
3.2 Text Proposal #2
Add the following parameters into the table 723 (key agreement MSG#3) at page 133, line 36 as follows
======================== Start of Proposed Text =====================
	attribute
	contents

	Disguise ID
	72bit identifier used for transferring a new CRID securely, where disguise ID = current CRID ( new CRID. AMS retrieves the new CRID by disguise ID ( current CRID. 

It shall be included when anchor authenticator is changed with re-authentication.


============================== End of Proposed Text ===============
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