Section x.x.x – Section defining higher layer services that the 802.20 MAC/PHY should support the ability to provide (not sure of what section this will be).

Existing items on this list are:

Call Blocking

E911

Proposed Deleted text

N/A

Proposed New text

Additional items:

802.1Q tagging must be supported by the system (such that network egress traffic can be switched by a L2 device to the appropriate L2 termination device for managing backbone traffic or distinguishing traffic for wholesale partners in a wholesale environment).

CPE software upgrade “push” – an operator should have the ability to “push” a software upgrade to CPE that are currently connected to the network.  The packets that make up the software image should be given a very high priority and should be coded heavily such that they have a very high chance of arriving error free at the CPE.  The CPE should be capable of holding 2 software loads (the existing one and a new one) such that an operator can ensure that the “new” software load has arrived safely at the CPE before deciding to switch from the “old” software load to the “new” software load.

Rationale

It is very important for operators to be able to manage traffic on the backbone for different customer types (business vs. residential) or to enter into wholesale arrangements whereby the wholesale partner provides the CPE to the end user, but the network is owned and maintained by the operator.  In this scenario, the operator needs to have the ability to separate traffic from CPE belonging to each wholesale partner and direct that traffic to each wholesale partner independently.

It is very important (particularly during the early deployment stage) that operators have the ability to “push” out new software loads to CPE quickly and efficiently to ensure network element software upgrades can efficiently coincide with user CPE software upgrades.

