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1. Introduction

This is an output document of the draft new Recommendation HMF (Framework of Handover Management for NGN) version 0.1, which was produced in the 2006 Kobe April meeting of ITU-T NGN-GSI.

HMF has so far been progressed as indicated by the following version history:
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1
Scope

This Recommendation is purposed to provide the framework of handover management for Next Generation Networks (NGN). To describe the framework of handover management for the NGN networks, this Recommendation describes the followings: 

· Functional entities required for handover management;
· Classification of handover management schemes;
· Functional procedures of handover management; and
· Candidate protocols used for handover management.
This work on Handover Management Framework (HMF) has so far been made based on the other ITU-T Recommendations: Mobility Management Requirements (MMR) and Mobility Management Framework (MMF).
2
References

The following ITU-T Recommendations and other references contain provisions, which, through reference in this text, constitute provisions of this Recommendation. At the time of publication, the editions indicated were valid. All Recommendations and other references are subject to revision; users of this Recommendation are therefore encouraged to investigate the possibility of applying the most recent edition of the Recommendations and other references listed below. A list of the currently valid ITU-T Recommendations is regularly published.
The reference to a document within this Recommendation does not give it, as a stand-alone document, the status of a Recommendation
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[9]
ITU-T Recommendation Q.1742.3 (2004), IMT-2000 References (approved as of 30 June 2003) to ANSI-41 Evolved Core Network with cdma2000 Access Network

[10]
ITU-T Recommendation Q.1761 (2004), Principles and requirements for convergence of fixed and existing IMT-2000 systems

[11]
ITU-R Recommendation M.687-2 (1997), International Mobile Telecommunications-2000
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3
Definitions
This Recommendation uses the definitions and terms that have been defined in the ITU-T Q.1701 and Q.1702, Q.sup52, NGN-MOB and draft Recommendations MMR, and MMF.

In addition, the following terms are used in this Recommendation:

Editor’s Note) these definitions were defined in the NGN-MOB document. These may need to be reviewed as the work progresses. Relevant contributions are invited.

Handover

The ability to provide mobility with service continuity with some possible interruption to the service as seen by the user during and/or after movement. 

Mobility

The ability for the user or other mobile entities to communicate and access services irrespective of changes of the location or technical environment.

Mobility management

The set of functions used to provide mobility. These functions include authentication, authorization, location updating, paging, download of user information and more.

Seamless handover

This is one special case of mobility with service continuity, when it’s preserved the ability to provide services without any impact on their service level agreements to a mobile object during and after movement.
Service continuity

The ability for a mobile object to maintain ongoing service including current states, such as user’s network environment and session for a service.
Terminal Mobility

This is the mobility for those scenarios where the same terminal equipment is moving or is used at different locations. This is the ability of a terminal to access telecommunication services from different locations or while in motion, and the capability of the network to identify and locate that terminal.

4
Abbreviations

Editor’s Note) There abbreviations need to be reviewed as the work progresses.

AAA

Authentication, Authorization, and Accounting

AN

Access Network

AR

Access Router

CN

Core Network

DHCP

Dynamic Host Configuration Protocol

FMC

Fixed and Mobile Convergence

HM

Handover Manager

HMF

Handover Management Framework

ID

Identifier

IP

Internet Protocol

LM

Location Manager

MIP

Mobile IP

MM

Mobility Management

MMF

MM Framework

MT

Mobile Terminal

NAI

Network Access Identifier

NGN

Next Generation Networks

SBI2K

Systems Beyond IMT-2000

SIP 

Session Initiation Protocol

5
Introduction

This Recommendation provides the framework of handover management to support the seamless handover for mobile users and terminals in the NGN. It is noted in the NGN networks that there is a crucial requirement for mobility management (MM) so as to ensure the seamless mobility and services/session continuity.
This Recommendation describes the Handover Management Framework (HMF) in the NGN networks, which is based on the associated ITU-T Recommendations: Mobility Management Requirement (MMR) in terms of the requirements for MM in the NGN networks and Mobility Management Framework (MMF) in terms of the generic framework of MM in the NGN networks. 

In this Recommendation, the HMF is designed with the following design considerations:

(1) IP-based handover management framework;

(2) Separation of user ID and location ID;

(3) Separation of handover control functions from the user data transport functions;

(4) Support of IPv4 and IPv6 as well; and

(5) Inter-working with other management functional entities required to support seamless handover.

The goal of the handover management functionality is to provide a mobile user with the seamless mobility whenever it moves around in the NGN networks. For this purpose, the seamless handover should be supported for the mobile user, by which any on-going session or services could continue seamlessly regardless of the change of the location ID such as IP address. 

To describe the framework of handover management in the NGN networks, this Recommendation describes the followings:

· Functional entities required for handover management such as Handover Manager (HM);
· Classification of handover management schemes;
· Functional procedures of handover management; and
· Candidate protocols used for handover management.
The approaches to provide seamless handover could be further classified into the link-layer handover, network-layer handover, and end-to-end transport/session/application layer. The choice of a better scheme for handover support may depend on several factors including the type of MM considered (e.g., inter-network handover or intra-network handover), the services and application characteristics, and other features of the underlying access networking technologies, etc. Accordingly, this HMF will first describe one or more promising schemes for seamless handover support, which will facilitate the service provider or mobile user to choose a more appropriate scheme for handover management. 

This Recommendation describes the functional procedures of handover management between the functional entities associated with the handover management, according to the MM type: intra-network MM as well as inter-network MM. The inter-network (or inter-CN) mobility shall handle the MM across the different network operators, whereas the intra-network mobility addresses the MM within a network that is managed by a single network operator, which includes intra-AN mobility and inter-AN mobility, as described in the ITU-T Recommendation MMF. 

Based on the HMF designed in this Recommendation, a couple of the existing IP-based protocols, Mobile IP and SIP, will be reviewed as candidates for handover management in the NGN networks. Furthermore, a new handover scheme or protocol may be designed to provide the seamless handover. 

6
Functional Entities for Handover Management

In this section a set of functional entities are described to support the handover management. The following figure illustrates how the functional entities could be implemented to support the handover management in the networks.
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Figure 1. Functional entities for location management

In this figure, the home network represents the network of the operator that the mobile user has subscribed to. Local network is the network where the MT is being attached to at present. The local network may belong to another operator (in case of the inter-network MM). 

The Handover Manager (HM) could be deployed as a dedicated agent for handover support in the network, and/or implemented in the mobile terminal. The configuration of HM may depend on the handover scheme used in the network.

Editor’s Note) some more functional entities for handover support could be defined and used. The relevant contribution is invited.

6.1 
Mobile Terminals (MT)

Editor’s Note) this section needs to describe the mobile users and terminals (e.g., User ID format, Location ID format, etc) in terms of handover management. The relevant contribution is invited.

6.2 
Handover Manager (HM) 

Editor’s Note) this section will include the specific functional requirement for the HM, together with its possible implementation/deployment schemes. A variety of type of HM (or handover agent) could be described for this purpose. Some reference texts are given below. The relevant contribution is invited.

HM is used to provide the session continuity in order to support seamless handover for the moving MTs. For effective handover support, the interworking might be needed between control plane and data transport plane. In this respect, the HM may be implemented into the network such as Access Routers or special network agents, which is a typical way taken in the network-layer HM schemes such as Mobile IP.

Another way to provide handover is the transport or application layer HM scheme, as can be seen in the SCTP-based handover or SIP-based handover. This higher layer handover scheme is basically performed between the two end terminals in the transport layer or application layer, in which the support of the network agents (ARs) is minimized. In this higher layer handover scheme, the HM functionality might be implemented in the MT itself, rather than using any special agents in the network.

6.3 
Other Managers 

Editor’s Note) this section will describe the other functional managers associated with handover management, and how they could inter-work with the HM. The reference texts are given below. The relevant contribution is invited.

The handover management function will be performed by HM in the access network, with the help of the session management functional entities, so as to keep the session continuity. The MM might be performed by inter-working with the other management entities such as access manager (AM) and session manager (SM).

AM is used to perform the authentication and authorization for the subscriber MT. This AM functionality would be used as the basic subsidiary sub-function for the other MM functionality: location management and handover management, etc. It is noted that such AM may typically implemented by the AAA servers.

SM is used to manage the application session of the two end-to-end users, if the session management is required for the concerned services. The session management includes the session establishment, maintenance, and termination for the end-to-end application session. It is noted that such SM may typically implemented by the SIP proxy servers.

7 
Classification of Handover Management Schemes

It is noted that there are many possible ways to provide handover management schemes as shown in the ideas proposed so far. In this section, the handover schemes are classified per its associated layer as follows:

· Link-layer handover scheme;

· Network-layer Handover scheme
· End-to-end transport/session/application layer scheme;
Editor’s Note) in this section, a set of handover management schemes will be described by different layer, which could be used in the NGN networks. For this purpose, the existing handover solutions will be reviewed and described in the perspective of HMF in the NGN networks. Relevant contributions are invited.

7.1 
Link Layer Handover Management

7.2 
Network Layer Handover Management

7.3 
End-to-end Layer Handover Management

8
Functional Procedures of Handover Management

Editor’s Note) this section will describe the functional procedures of handover management schemes for intra-AN handover, inter-AN handover, and inter-CN handover. Some texts are given below for the reference. Relevant contributions are invited.

The following figure shows the three types of handover management to be considered for the NGN networks in this Recommendation.
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Figure 2. Classification of Handover Management for NGN Networks 

Editor’s Note) the figure and texts below are borrowed from the NGN-MOB document. Further revision is required for HMF. Relevant contributions are invited.

The following figure shows the specific handover scenarios in the NGN networks.
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Figure 3. Handover Scenarios in the NGN Networks 

The arrows show mobility taking place as described in the following paragraphs. Each mobility scenario is numbered to the left of the figure. 

A user may only change his association with a Service Application when he moves from one Service Platform to another, either within a customer network (1) or when he moves from one customer network to another (2). All other bindings remain fixed in this case. 

The user may also move his Service Platform, thereby changing the binding between the Service Platform Interface and his Network Termination. Again this may be done within a customer network (3) or when moving from one customer network to another (4). The binding between the Network Termination and the Network Attachment Point doesn’t change in these two scenarios.

If the Network Termination supports mobility, the user may change the binding between the Network Termination and its Network Attachment Point. The change may be to another NAP on the same access network (5) or on another access network (6). The other bindings do not change in these scenarios.

Finally a more complex scenario is shown in (7) where the SPI supports mobility. Such an SPI could be used to bind to either a NT in a customer network or act as an NT to bind to a NAP. 

Figure 4 further illustrates the option to gain access to different Service Providers from different Service Platforms (or different Service Applications on the same Service Platform) in the same customer network.
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Figure 4. Handover of an MT

A user uses the same service application and the same network termination but changes his network interface card within the same terminal, which has two or more network interface cards of Service Platform (1-1). In this case, the user uses the same Network Termination (NT) but can change its access network, which is matched with the network interface card. 

A user can move his service platform, thereby changing the binding between the Service Platform Interface and his Network Termination. Changing the binding between the Service Platform Interface and his Network Termination is done within a customer network and between two access networks (3-1) as well as between two customer network and between two access networks (4-1). These scenarios can occur for improving network performance, and so on.

8.1 
Intra-AN Handover Management 

Editor’s Note) Relevant contributions are invited.

8.2 
Inter-AN Handover Management 

Editor’s Note) Relevant contributions are invited.

8.3 
Inter-CN Handover Management

Editor’s Note) Relevant contributions are invited.

9 
Candidate Protocols for Handover Management 

Editor’s Note) this section will describe how some of the candidate IP-based protocols could be used for handover management in the viewpoint of HMF identified in this Recommendation. Some reference texts are given below. Some more protocols/schemes may be considered in this respect. Further contributions are invited.

9.1 
Mobile IP for Handover Management 

The Mobile IP (MIP) is an MM protocol that has been specified in the IETF. Mobile IP may be divided into Mobile IPv4 (MIPv4) and Mobile IPv6 (MIPv6). Details of MIPv4 and MIPv6 are described in IETF RFC 3344 and RFC 3775, respectively. 

The MIP may be used for handover in this way. When the MT moves into another new network during an active session, it will get another CoA address, as described in the previous section. The newly obtained CoA will also be informed to the HA. After the binding update of the MT for the new CoA, the HA will now forward the data packets to the new CoA.

In this way, the HA will deliver the data packet to the new CoA of the MT, each time the MT move into a new IP region. It is noted that such handover process requires quite a large amount time for the processing the biding update of the new CoA. Accordingly, for an active session, a lot of data packets may be lost in the handover process of the MT.

The following figure shows the handover procedures by the basic MIP. In the figure the MT moves from the FA1 to FA 2 while the application session is still active. From the figure, the MT might experience some data loss and delay when it gets the new CoA2 from the FA2 and then registers the CoA2 with the HA.
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Figure 5. Handover by MIP

The basic MIP protocol may not be effective if handovers occur frequently or require real-time applications. To address these issues, a variety of MIP extensions have been proposed. These include Hierarchical MIP (HMIP) and Fast handover for MIP (FMIP).

It is noted that the combination of MIP and its extensions for MM is an IP-based approach. Therefore it could easily be integrated into an IP-based network. MIP has already been deployed and its extensions such as FMIP and HMIP could be realized with minimum modification of MIP. This approach may, however, need specific link layer information (such as L2 triggers, e.g., Link Down or Link Up) to support the fast handover of FMIP. In order to use this approach for MM in SBI2K, further work is needed to specify such link layer triggers.
9.1.1
Additional Mechanisms to enhance the MIP-based Handover
As for the MIP-based handover, an additional support is needed to realize faster handovers to allow seamless real-time services. In this section, further scenarios are explored, in the framework of MM in NGN, where 2G/3G/LTE cellular networks and WLAN handovers or internet nomadicity take place.  Specifically, IETF working groups like MIPSHOP (MIPv6 Signaling and Handoff Optimization) are currently involved in activities related to use mechanisms to reduce and eliminate signalling overhead and packet loss due to handover latency incurred in MIPv6. These related issues are taken as a whole into consideration because link layer connectivity and layer 3 mobility management protocols interact at these two different layers in order to configure new links, do router discovery, and exercise new Care of Address.
Portable devices are frequently used to access the Internet while the user is moving.  Handover thus becomes an important issue when users move across different access technologies, especially during an active application such as VoIP or VoD.  The Mobile IP protocol can achieve service continuity across different IP networks, however with some delay and packet loss. 

Other standardization activities are currently underway to help achieve faster Mobile IP handovers.  One important activity is the emerging IEEE 802.21 Media Independent Handover Services standard.  This standard will provide lower layer enhancements to Mobile IP for IEEE 802-based technologies to enable true seamless handover.

From the user point of view, a terminal can be considered as a multi-functional device with one or more of the following features: wireless phone, PDA, camera, music player, web browser, TV, GPS, etc.  From a technical point of view, a terminal can be considered as a mobile device that supports an IP stack, and multiple wired or wireless access modes; e.g., RF interfaces, Ethernet, infrared. Terminals must provide seamless mobility with no application interruption as a user moves between heterogeneous technologies.  Thus an efficient mobility protocol is required to handoff services across such networks with minimal delay, minimal data loss, and minimal user perception of the event. 

Mobile IP is essentially a Layer 3 (L3) protocol for terminal mobility across IP networks.  Another important emerging protocol is IEEE 802.21 which resides between Layer 2 and 3.  This protocol provides lower layer support for terminal mobility across networks which involve IEEE technologies such as 802.11 (WLAN), 802.16 (Wi-Max) and 802.3 (Ethernet) as well as 3GPP/2.  

As described in Section 9.1, Mobile IP is a well known mobility protocol that maintains the network connection of a terminal despite changes in its network point of attachment. The Mobile IP protocol supports transparency above the IP layer, including maintenance of active TCP connections and UDP port bindings. However, when a terminal moves to a different type of Layer 1 (L1)/Layer 2 (L2) connection, Mobile IP alone cannot achieve seamless handover, specially for real-time services, because of the latency in setting up the new L1/L2 connection.  IEEE 802.21 is a key lower layer enhancement for Mobile IP in heterogeneous environments.

IEEE 802.21 is an emerging standard that defines a framework for seamless service across different access networks involving IEEE 802 technologies.  The 802.21 draft is expected to be approved by IEEE in early 2007.  IEEE 802.21 consists of a Media Independent Handover Function (MIHF), shown in Fig. A.4-1, which provides three services to achieve efficient handover decisions. 

1. The Event Service (ES) notifies upper layer users about dynamic events such as Link Up, Link Down, Link Parameter change, etc. 

2. The Command Service (CS) enables higher layers to control the L1 and L2 of the terminals.  Examples include Get Status of link, Scan for new link, Switch link, etc. 

3. The Information Service (IS) provides information about surrounding networks such as Neighbour List Technology, Neighbour Operator List, etc.  
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Figure 6. 802.21 MIH and Mobile IP

Using this architecture, 802.21 minimizes handover latency to support real-time services by providing the following standardized services to upper layer mobility protocols such as Mobile IP:

1. Triggers fast detection (discovery) of neighbouring L2 networks of different technologies

2. Detects current L2 link status

3. Quickly informs upper layers of new L2 network point of attachment

4. Allows setup of multiple L2 links for Make-Before-Break handling

5. Allows quick teardown of unused L2 links

The overall result is faster handovers because 802.21 specifically minimizes the time between link layer connection setups and Mobile IP signalling.

Interaction between cellular networks and WLAN technology is one of the important handover scenarios to be considered. 3GPP Long Term Evolution (LTE) is a 3GPP Release 8 Feasibility Study that is expected to be completed by the end of 2006.  LTE defines the evolution of 3GPP cellular towards an “All IP” network.  LTE will employ new air interface technologies, such as Orthogonal Frequency Division Multiplexing (OFDM) and Multiple-Input Multiple-Output (MIMO) for higher throughput.    Both Mobile IPv4 and Mobile IPv6 will be supported in LTE. 
9.1.2
Example Scenarios of MIP-based Handover
This section touches two example scenarios involving 3GPP LTE and WLAN network architectural configurations based on the degree of 802.21 support in different network entities.

In the first scenario, the 802.21 network Server manages the handover process with support from the 802.21 peer in the terminal.  In the second scenario, the handover is accomplished with total control by the 802.21 client in the terminal, and there is no 802.21 support anywhere else in the network. 

In the first scenario or network control handover the inter-system handover is completely controlled by the network.  In this architecture, the terminal has a thin 802.21 client. The WLAN access point (AP) also has an 802.21 entity and connects to the Internet, assumed to be IPv6, through the local Internet Service Provider (ISP).  The 3GPP LTE cellular Core Network contains the Mobile IP Home Agent and also connects to the Internet.  Finally, also connected to the Internet is an 802.21 Server that is easily accessible by both the WLAN and 3GPP LTE networks via IP. Note that the 802.21 Server only needs IP connectivity to deliver its services. Hence, it could also be connected directly to the 3GPP LTE Core network, or to the ISP.  Also all messages between the 802.21 Server and the terminal will be carried over IP packets.

From the network 802.21 Server, the terminal client 802.21 can be provided with Information such as the Neighbour List Technology.  The terminal client can then be asked by the 802.21 network Server, via Commands Service, to scan the different technologies so as to identify the best possible L1/L2 network.  In addition, Event Services, such as Link Going Down or Link Detected, can be used to make efficient handover decisions.  Specifically the terminal can be asked to report these Events to the 802.21 network Server as a basis for making handover decisions.  Finally, Commands Service such as Switch Link can be sent by the 802.21 network Server to the terminal client to execute the L1/L2 handover.
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Figure 7. Handover between 3GPP and WLAN based on MIH
In the second scenario or terminal controlled handover, the terminal contains a “smart” 802.21 client that fully controls the inter-technology handover process.  The WLAN AP, via the ISP, connects to the Internet, assumed to be IPv6, which also has the 3GPP LTE cellular Core Network connected to it.  The 3GPP LTE network also contains the Mobile IP Home Agent.  However, note that there are no 802.21 entities anywhere outside the terminal.

In this architecture, all the 802.21 services are generated locally and are exchanged between the different layers of the terminal.  Upper layer Command Services can be used to gather link status using the Get Status Command.  Lower layers can report new link detection with the Link Detected Event or can relay predictive Events about link degradation with the Link Going Down Event Service.  These services are locally provided within the terminal without any service support from an 802.21 network entity.
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Figure 8.Terminal Controlled Handover between 3GPP and WLAN

In the above two scenarios emphasis is given to “All IP” networks such as 3GPP LTE cellular and WLAN. This type of Inter-AN MM will require the interaction of mobility protocols at different layers to achieve seamless handovers across heterogeneous networks.  While Mobile IP supports mobility at the network level, the emerging IEEE 802.21 standard will provide standardized L1/L2 enhancements which will enable faster inter-technology handovers.  IEEE 802.21 can complement Mobile IP for cellular-WLAN mobility.

9.2 
SIP for Handover Management 

The Session Initiation Protocol (SIP) has been specified in the IETF for supporting the control of IP-based multimedia sessions as a signaling protocol. The SIP is an application-layer control protocol that can establish, modify, and terminate multimedia sessions. The SIP functional entities include UA, Proxy Server, Redirect Server, Registrar and the location DB. It operates independently of the underlying transport layer protocols such as Transmission Control Protocol (TCP), User Datagram Protocol (UDP) and Stream Control Transmission Protocol (SCTP). More details on SIP are given in IETF RFC 3261.
On the other hand, the SIP may be used to support handover using the SIP Re-INVITE message. 
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Figure 9. SIP-based Handover Management in MMF

As shown in the figure below, each time an MT moves to a new network (AR2, AR3) during a session, it will send a RE-INVITE message to the corresponding MT. The RE-INVITE message must include a new location ID (IP address) of the MT. After the processing of the RE-INVITE messages, those two MTs can communicate over the new location ID. 

It is noted that the SIP-based handover cannot provide seamless mobility, since the on-going TCP/UDP session will be terminated and re-established when the MT changes its IP address.
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