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2. Introduction 
In this proposal we introduce a method of incumbent signal detection that does not need to interrupt WRAN services. With this method we can detect co-channel signals of other incumbent user systems without scheduling and inserting quiet periods and channel estimation.
As shown in Figure 1, in the WRAN system which is based on OFDM technology, 
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 is the received symbol at time i and on the kth subcarrier; 
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 is the interference signal at time i and on the kth subcarrier.
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Figure 1    Interference detection in OFDM system
When the interference exists, the received signal in frequency domain can be depicted as:
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                                                                    (1)
Without considering the interference, the above equation can be modified as:
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In most WRAN scenarios, the schemes proposed herein can be assumed to work in static or quasi-static channels. Within the coherence time and the coherence bandwidth, 
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can be regarded as a constant. Then 
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can be noted simply as 
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3. Technology of Interference Detection with Preamble 
To realize synchronization and channel estimation, in WRAN frame structure, preambles are inserted at beginning of the frame and super frame. At the beginning of US burst in the upload direction, preambles are also inserted. Preamble is composed of pseudo random series (PN), which can be generated through a series of linear shift registers. The PN comes from a primitive polynomial, so it has characteristics of an m sequence which can be used for interference detection. More details on this can be found in reference [1].
3.1 Principle of the Algorithm
On the kth sub-carrier at time slot i, the received symbol can be expressed as:
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When there is no interference, 
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 can be set to 0.
At any time slot i, signals in frequency domain, 
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 is the number of sub-carriers in a TV sub-band of 6MHz) are irrelevant. At receiver when i=1,2, 
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 is the first and second received OFDM symbol called preamble which is a PN modulated on frequency domain.(For downlink frame, the first symbol is composed of several short training sequences (PN) 
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; for downlink super frame, the first symbol is composed of several short training sequences (PN) 
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 while the second  symbol is composed of two long training sequences
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; for uplink, the first symbol is composed of several short training sequences (PN) 
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.Details of these sequence formats can also be seen in Section 8.3.1 in Reference [1].) The preamble has a characteristic of approximately zero cyclic self-correlation with no-zero shift and no-zero cyclic self-correlation with zero shift. 
In addition, according to requirement of fractional bandwidth detection, m PN series PNm (m＝1,2,…,6) are constructed in frequency domain, each of which represent a PN inserted in one of the six 1MHz bandwidths. Construction of the PN is:PNm: except for sub-carriers in the mth MHz, set points on other sub-carriers to zero.
After then, perform shift correlation operations with each PNm and received PN. It can be seen that result of cyclic correlation mentioned in the above is nearly 0 with no-zero shift and take the maximum value when shift is zero (value of the maximum actually equals to energy of PNm). 
On the other hand, PNm has the stochastic property, for external interference, assuming 
[image: image24.wmf]i

k

I

,

 and 
[image: image25.wmf]i

k

n

,

 are stochastic signals independent to each other, for example Gaussian stochastic signals, then, according to stochastic theories, expectation of correlation of PNm and 
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Therefore, when performing shift correlation operations, and when received signal is aligned with PNm, maximum correlation result can be attained, and the value equals to production of channel coefficient 
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  and maximum of the self-correlation of sequence PNm, this can be expressed by the following formula:
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                      (4)
The above calculation is based on the assumption that
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 are independent and can be seen in the simulation curve of Figure 13. The result of shift correlation of PNm and PN is close to impulse sequence, this characteristic can be used for detection of fractional bandwidth interference in a WRAN sub-band (its bandwidth can be 6MHz, 7MHz and 8MHz). 
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Figure 2    Correlation of PNi and PN 
(from top to bottom show PN1～PN6 correlation with PN)
On the other hand, energy of signal 
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 can be calculated as below, it is assumed here that 
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Since PN is a known sequence, so 
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 is also known. Therefore, according to formula (1) Hi can be attained. Then combine formula (5) and (
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Formula (6) denotes power of sum of interference and noise.
In process of detection, 
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Operation of formula (7) is performed in the frequency domain. Considering the large amount of computation for correlation operations, we can perform IFFT to both side of formula (7) first, and then we can get the representation in the time domain like the following formula (8): 
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In the above formula
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Therefore, we can firstly calculate the conjugated product of signals in the time domain and then perform FFT operations to get the conjugated shift correlation sequences in the frequency domain.
3.2 Process of the Algorithm
According to fundamental principles mentioned in the above section, the scheme of interference detection can be described as following:
After receiving preamble, the receiver can detect interference based on preamble as the flow below:
1) assuming received signal sequence in time domain is｛
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| where i denotes transmitting time, n=0,1,2,…},herein, length of the sequence equals to FFT size of OFDM symbol.
2) calculate six product sequences:
[image: image56.wmf],...

2

,

1

,

0

),

(

q

y

)

(

z

,

m

=

=

n

n

n

m

i

n


where 
[image: image57.wmf]*

i

i

)

(

p

)

(

q

n

n

=

, and 
[image: image58.wmf])}

(

{

)

(

p

i

k

PNi

IFFT

n

=

, i.e. 
[image: image59.wmf])

(

n

q

i

  is the time domain representation of PNi.
3) perform FFT to 
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4) calculate channel parameters 
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5) substitute 
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 to formula (6), sum of interference and noise energies of each fractional bandwidth can be attained as:
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wherein, Ym is the energy sum of received sequence, according the Parseval’s theorem we know:
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6) comparing 
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 with a threshold 
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, judgment can be confirmed that if there is interference on the mth 1MHzof current sub-band:
if 
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In realization, making certain the threshold T is very important. According to some analyses, it is shown that T is mostly related to some transcendental information. That is, we choose T according to some transcendental information, such as characteristics of interference and noise. Ultimately, the threshold has little relation to power of current system signals. Thus we can choose threshold according to noise power and sensitivity of detection requirements. The following analyse how to choose the threshold.
When there is no interference, equation (6) can be transformed to
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Equation (9) submits to Chi-square distribution with degree of freedom of 341 (the number of sub-carrier on a sub-band).

When the interference exists, based on the assumption that 
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is the sum of two Gauss stochastic variable, so it also submit to Gauss distribution, and mean is zero, variance is 
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. So equation (10) also submits to Chi-square distribution with degree of freedom of 341. When the freedom becomes bigger, the distribution of (9) and (10) is spiculate. The energy distribution curve of (9) and (10) can be disjoined, so this characteristic can be used in interference detection. Figure 14 illustrates this point. In the figure, the blue curve show the distribution of no interference, and the red, magenta, green curve show the distribution of INR=-5dB, 0dB, 5dB respective.

[image: image79.emf]0 50 100 150 200 250 300 350 400

0

0.005

0.01

0.015

0.02

0.025

0.03

0.035

Probability

no interference

interference exist, INR= 0dB

interference exist, INR= -5dB

interference exist, INR= 5dB


Figure 3 distribution of receive signal energy with/without interference
In practical condition, the power of noise and interference based on formula (6) may be bigger than practical value because of the channel condition. So the threshold will be affected by channel. We can choose a bigger threshold than it from Figure 14.
3.3 Performance Simulation 
Simulations to evaluate the performance of the schemes using preamble of download frame and super frame and upload burst have been carried out. Wherein, interferences added to these signals are narrow band (200 KHz) interferences representing signals of FCC Part 74 devices such as wireless microphone systems.

(1) Simulation of interference detection using preamble of superframe
Firstly, verifying relationships between threshold and probability of detection and probability of false alarm, wherein all noises are additive white Gaussian signals with mean of zero and variance of 0.2.
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Figure 4   Detection probability and false alarm probability with INR = 0dB
200 experiments in one point
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Figure 5    Detection probability and false alarm probability with INR = 5dB
200 experiments in one point
Secondly, choose better threshold verifying detection probability with different INR.
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Figure 6   Detection probability  VS INR  using preamble of superframe
It can be found that result of simulation is very good.
(2) Simulations of interference detection using preamble of frame 

Firstly, verifying relationships between threshold and probability of detection and probability and false alarm, wherein all noises are additive white Gaussian signals with mean of zero and variance of 0.2.
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Figure 7    Detection probability and false alarm probability with INR = 0dB
200 experiments in one point
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Figure 8   Detection probability and false alarm probability with INR = 5dB
200 experiments in one point
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Figure 9     Detection probability  VS INR using preamble of frame
(3) Simulation of interference detection using preamble of US burst
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Figure 10    Detection probability and false alarm probability with INR = 0dB
200 experiments in one point
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Figure 11   Detection probability and false alarm probability with INR = 5dB
200 experiments in one point
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Figure 12   Detection probability  VS INR using preamble of US burst
3.4 More Discussion on the Algorithm
Considering of that are null sub-carriers (with no traffic data modulated or with data modulated to zero) in preambles of downstream frames and super frames, energy of the interference or noise can be evaluated by calculating energy of the energy on these null sub-carriers. Accuracy of this method could be better than the algorithm mentioned above. Combining these null sub-carriers, with a little modification, we can get the new interference detection algorithm. 
For short training sequence, the null sub-carriers have sequence numbers that can not be divided by 4. For long training sequence, the null sub-carriers have sequence numbers that can not be divided by 2.
Details of the modification are listed as follow: 
1) Calculating data energy on null sub-carriers directly
Assuming received signal sequence in time domain is ｛
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First, performing FFT, representation of the received signal in frequency domain can be attained, that is {
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For short training sequence, energy can be derived from the following formula:
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where 
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For long training sequence, energy can be derived from the following formula:
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2) For interference and noise energy on none null sub-carriers, it can be derived as the algorithm mentioned in Sections 3.1～3.3.
(a) For interference detection with short training sequence, a different procedure from what is described in Section  3.2.2.2 should be applied:
Sequence 
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 derived in the first step of Section 3.2.2.2 should be truncated, and only 1/4 numbers in the front of the sequence is needed. The following FFT size should then be changed from 
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(b) For interference detection with long training sequence, a different procedure from what is described in Section 3.2.2.2 should be applied:
Sequence 
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 derived in the first step of Section 3.2.2.2 should be truncated, and only 1/2 numbers in the front of the sequence is needed. The following FFT size should then be changed form 
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3) Calculating the sum of energies obtained in the first two steps mentioned above. 

Energy on the mth 1MHz bandwidth can be obtained by calculating sum of the energies in steps (1) and (2). 

For relatively short training sequences, power of interference and noise can be calculated by the formula as below:
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For relatively long training sequences, power of interference and noise can be calculated by the formula as below:
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The last step is judgment of existence of interference:

when 
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when 
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, there is not interference existing on the mth 1MHz bandwidth of the sub-band.
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In this proposal a method for incumbent signal detection that does not need to interrupt WRAN services is introduced. With this method co-channel signals of other incumbent user systems can be detected without scheduling and inserting quiet periods and channel estimation. Some simulation results are suggested.
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